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1. DEFINITIONS AND INTERPRETATION  

1.1. Definitions  

1.1.1. The following capitalized definitions when used in the Terms and 

Conditions shall have the following meanings:  

1) Account Administrator shall mean the person initially referred to as the 

“Contact for Signatory Requirements” in the Agreement Form, or 

subsequently appointed by the Merchant; 

2) Agreement shall mean the agreement entered into between the Merchant 

and Paynt, including the Agreement Form, the Terms and Conditions, the 

Privacy Policy, pricing schedules and all other annexes, appendices or 

Schedules included into the Agreement by reference and any 

amendments thereto from time to time;  

3) Agreement Form shall mean documents that contain the initial Special 

Terms and Conditions agreed between Paynt and the Merchant; 

4) Applicable Laws shall mean all applicable and relevant laws, regulations, 

orders, rules, directions, judgments, decisions, recommendations, policies, 

and other instruments with binding effect made by a competent authority 

having (or asserting) jurisdiction over one or both of the Parties; 

5) Authentication shall mean a procedure which allows to verify the identity 

of the Cardholder or the validity of the use of the Payment Card, including 

the use of the user’s personalised security credentials; 

6) Authorization of the Payment Card shall mean a process of obtaining 

confirmation from the Payment Card issuer that the Payment Card is valid, 

that there are sufficient funds to make the Transaction, that the Payment 

Card is not blocked, and that the amount necessary for the Transaction 

will be reserved; 

7) Business Day shall mean a day when banks are generally open for 

business in Lithuania;  

8) Card Schemes shall mean the organisations that establish the 

international rules for payment systems and for acquiring payments 

made using the Payment Cards, including MasterCard Worldwide, Visa 

Europe, Japanese Credit Bureau (JCB), UnionPay International and 

American Express Limited;  

9) Card Data shall mean the data used to identify a Payment Card, including 

the card number, expiry date and the Payment Card’s Security Code;  

10) Cardholder shall mean the authorized user of the Payment Card; 

11) Chargeback shall mean a Transaction that has been returned to the 

Cardholder by the Payment Card issuer in accordance with the Rules;  

12) Connected Services shall mean services provided by third parties under 

additional and/or separate business terms and/or agreement; 

13) Customer shall mean a person that purchases goods or services from the 

Merchant, including Cardholder; 

14) Fees shall mean charges and fees for Transactions and performance of 

the Services and other events related to the Agreement; 

15) Fixed collateral shall mean a particular amount of money (initially defined 

in the Agreement Form) that is held as a security to cover potential 

liabilities of the Merchant from the Secured Claims; 

16) GDPR shall mean the Regulation (EU) 2016/679 of the European Parliament 

and of the Council of 27 April 2016 on the protection of natural persons with 

regard to the processing of personal data and on the free movement of 

such data and repealing Directive 95/46/EC; 

17) Insolvency Event shall mean actual circumstances, when: (a) the Party is 

subject to any voluntary or involuntary proceeding seeking its winding-up, 

bankruptcy, reorganization, or debt consolidation under any bankruptcy 

or insolvency laws or otherwise goes into liquidation; (b) there is 

appointed a trustee, administrator, receiver, custodian, liquidator, 

conservator or the like, for the Party and/or over all or substantially all of 

the assets of the Party, or (c) the Party makes an assignment of all or 

substantially all of its assets for the benefit of creditors; 

18) Mail and/or Telephone Order (or MOTO) shall mean a Transaction where 

the Cardholder provides their Card Data to the Merchant over the phone 

or on a mail order form and authorizes the Merchant to enters the Card 

Data into the Payment Solution; 

19) Member shall mean a financial institution that is a principal member of 

any of the Card Schemes and a contractual co-operation partner that 

provides Paynt with access to the Card Schemes and enables Paynt to 

process Transactions; 

20) Merchant shall mean the person, which has entered into the Agreement 

with Paynt; 

21) Merchant Category Code (or MCC) shall mean a code designating the 

principal trade, profession, or line of business in which a Merchant is 

engaged; 

22) Merchant Data Account shall mean an account opened for the Merchant 

by Paynt containing data related to the Merchant’s Transactions (this 

Merchant Data Account is not a payment account and cannot be used for 

holding of electronic money, receiving or transferring payments);  

23) Merchant-Initiated Transaction shall mean a Transaction initiated by the 

Merchant that relates to a previous Transaction initiated by the 

Cardholder, in accordance with agreement between the Merchant and 

the Cardholder enabling conduction of Transactions without the presence 

of the Cardholder; 

24) Merchant Identifier (or MID) shall mean identifier assigned by Paynt to the 

Merchant; 

25) Party shall mean each of Paynt and the Merchant separately; 

26) Paynt shall mean UAB Paynt, a limited liability company organized and 

existing under the laws of the Republic of Lithuania, company code 

303227757, having its registered office at Lvovo str. 25, Vilnius, Lithuania, 

holding an unlimited electronic money institution license No. 2. Activities 

of Paynt are supervised by Lithuanian financial supervisory authority - the 

Bank of Lithuania (code 188607684, address Gedimino ave. 6, LT-01103 

Vilnius, Lithuania);  

27) Payment Card shall mean a payment card, device, or any other electronic 

or virtual product or account that is capable of completing a Transaction, 

which is approved by Paynt in the Agreement Form;  

28) Payment Solution shall mean a type of method of enabling payments by 

Payment Cards that Paynt implements as part of the Services; 

29) Politically Exposed Person (or PEP) shall mean a natural person entrusted 

with important public duties (as defined under any of the Applicable 

Laws) at any time during validity (or within twelve months prior to 
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conclusion of) the Agreement (unless a longer period is defined under the 

Applicable Laws) or an immediate family member (as defined under any 

of the Applicable Laws) or a close personal associate (as defined under 

any of the Applicable Laws) of such individual entrusted with important 

public duties; 

30) Personalized Security Features shall mean personalized data provided to 

the Merchant for the purpose of authentication and accessing the 

Merchant Data Account; 

31) PCI DSS shall mean any the security standards, known as the Payment 

Card Industry Data Security Standard and the Payment Application Data 

Security Standard;  

32) Privacy Policy shall mean regulations issued by Paynt regarding collection, 

protection, disclosure and processing of personal data; 

33) Recurring Payments (or REC) shall mean the Transactions completed 

automatically by the Merchant with the stored Card Data when the 

Cardholder gives a Merchant the authority to charge fixed or variable 

amount at specific intervals over a particular period of time or until further 

notice;  

34) Rolling Reserve – a particular percentage of the amount of each 

Transaction (initially defined in the Agreement Form) that is held as a 

security to cover potential liabilities of the Merchant from the Secured 

Claims; 

35) Rules shall mean any and all bylaws, rules and regulations, guidelines, 

manuals and other requirements established by any of the Card Schemes 

and/or Payment Solution providers, as may be supplemented or 

amended from time to time; 

36) Schedules shall mean schedules included in the Agreement by reference; 

37) Secured Claims shall mean Fees, Chargebacks, refunds, fraudulent 

payments, cancelation of the Transactions, non-compliance 

assessments, fines or any other liabilities that the Merchant may owe to 

Paynt and/or that Paynt incurs in relation with of the activities or the 

Transactions of the Merchant; 

38) Security Threat shall mean the risk of inadequate or insufficient internal 

processes or external events that have or may have a negative impact on 

the availability, integrity and confidentiality of information and 

communication technology systems and / or payment service 

information, including the risks associated with cyber-attacks or 

insecurity; 

39) Sensitive Payment Card Data shall mean Payment Card’s security 

information used to authenticate the Cardholders and the Transactions, 

including security code (e.g. CVV2, CVC2, CID, PVV, PCSC) which appears 

inside or near the signature strip, magnetic stripe data, personal 

identification numbers etc.;  

40) Services shall mean payment, processing services and/or other services 

that are offered by Paynt to the Merchant under the Agreement (not 

including Connected Services);  

41) Special Terms and Conditions shall mean the terms and conditions set 

out in the Agreement Form, annexes, appendices and Schedules included 

into the Agreement by reference and any amendments thereto from time 

to time; 

42) Subject of Sanctions shall mean a natural person or other identifiable 

subject that appears on any list of the restrictions or prohibitions imposed 

under the Applicable Laws (including without limitations restrictions or 

prohibitions imposed under United States laws) and/or Rules; 

43) Terms and Conditions shall mean the then-current version of these Terms 

and Conditions  

44) Transaction shall mean the payment transaction initiated by the 

Cardholder (or on behalf of the Cardholder) as payment for the goods or 

services of the Merchant (including approved and declined transactions, 

Merchant-Initiated Transactions, Secured Claims, errors etc.) by using a 

Payment Card on the Website, POS terminal, as a Mail and/or Telephone 

Order (MOTO) or via any other Payment Solution supported by Paynt;  

45) Transaction Data shall mean the data used to complete the Transaction, 

including the Card Data, Sensitive Payment Card Data, time of the 

Transaction and other information received in connection with the 

Transaction; 

46) Ultimate Beneficial Owner (or UBO) shall mean a natural person: (in a legal 

entity) who owns or controls directly or indirectly that legal entity via any 

means in any capacity with more than 25 percent shares or voting rights; 

or (in a legal arrangement) in whose interests of for whose benefit the 

legal arrangement is established or operates, or who directly or indirectly, 
exercises control over the legal arrangement via any means in any 

capacity including without limitations the founder, proxy, trustor, trustee, 
custodian or supervisor of that legal arrangement; 

47) Unique Identifier shall mean a bank account number or other 

combination of letters, numbers or symbols specified by payment service 

provider of the Merchant to unambiguously identify the Merchant and/or 

the payment account of the Merchant for settlements with the Merchant;  

48) Website shall mean the website operated by the Merchant, or through 

which the Merchant offers its goods or services.  

1.2. Interpretation 

1.2.1. References to Sections, unless expressly stated (or the context requires) 

otherwise, shall be construed as references to Sections of these Terms and 

Conditions. 

1.2.2. References to Schedules, unless expressly stated (or the context requires) 

otherwise, shall be construed as references to Schedules of the 

Agreement.  

1.2.3. References to Applicable Laws, Rules and PCI DSS shall be construed as a 

references all then-current amendments, modifications, extensions, 

consolidations, replacements or re-enactments of any such legal act.  

1.2.4. Headings to Sections and clauses are for convenience only and do not 

affect the interpretation of the Agreement. 

1.2.5. In these Terms and Conditions: (1) words importing the masculine gender 

include the feminine and the neuter and vice versa; (2) words in the 

singular include the plural and vice versa; (3) references to persons shall 

include legal persons, unincorporated associations, partnerships and 

other legal arrangements, in each case whether or not having a separate 

legal personality; (4) words “include”, “includes” and “including” shall be 

deemed to be followed by the phrase “without limitations”. 

2. SCOPE OF THE AGREEMENT AND LIMITATIONS 

2.1. Scope of the Agreement  

2.1.1. Together with the rest of the Agreement, these Terms and Conditions 

govern the relationships between the Merchant and Paynt regarding 

acquiring of the Merchant’s Transactions and other Services of Paynt 

under the Agreement. Paynt may at any time request that Merchant re-
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confirms its acceptance of then-current redaction of the Agreement 

(including the Terms and Conditions, Agreement Form and other 

Schedules) by means of a written or electronic document signed by an 

authorized representative of the Merchant. 

2.1.2. The Merchant can ask a copy of the Agreement by contacting Paynt. 

2.1.3. The Agreement covers payments made using the Payment Cards that the 

Merchant and Paynt have approved as acceptable methods of 

processing of the Transactions. The Agreement establishes the terms and 

conditions that apply to processing of the Merchant’s Transactions by 

Paynt. 

2.1.4. The Merchant is responsible for ensuring that the Merchant’s sales and all 

Transactions are completed in accordance with the Applicable Laws and 

the Rules. In particular, the Merchant ensures that the products sold and 

services provided by the Merchant are allowed under the Applicable Laws 

and the Rules. Approvals, requirements, instructions and other information 

received from Paynt shall not be considered as a professional advice on 

compliance of products/services, sales, Transactions and other business 

activities of the Merchant under the Applicable Laws and the Rules. The 

Merchant may not rely that any information received from Paynt is a full 

and accurate source of information on compliance of products/services, 

sales, Transactions and other business activities of the Merchant with the 

Applicable Laws and the Rules. 

2.1.5. The Merchant may only use the Agreement for payments for activities, 

products, services and Websites that have been registered with Paynt and 

for the countries that were approved by Paynt. Failure to comply with this 

clause shall constitute a material breach of the Agreement.  

2.1.6. As of the day of issue the Terms and Conditions, Paynt is not issuing and 

respectively redeeming electronic money and is not providing payment 

accounts. Thus, no provisions regarding provision of payment accounts, 

issuance and redemption of electronic money are set forth in the Terms 

and Conditions.  

2.1.7. Merchants that are natural persons (including sole traders and 

partnerships) are allowed to use Services under this Agreement only for 

professional services, trade and business purposes. By executing the 

Agreement, the Parties hereby agree to not apply provisions of Chapter III, 

Arts. 4(1), 4(2), 4(3), 11(1), 11(2), 11(5), 29(3), 36, 37, 39, 41, 44, 51 and 52 of the 

Law on Payments of the Republic of Lithuania for contractual relationships. 

Applicable terms shall be indicated in the Terms and Conditions. 

2.2. Limitations  

2.2.1. The Merchant must not use the Agreement for the following purposes: 

1) for the Transactions originating from sales or activities offered by other 

parties (other than the Merchant);  

2) activities that may harm reputation, brand and image of Paynt, the 

Member, co-operation partners of Paynt and/or the Card Schemes;  

3) sale of products and/or provision of services that are not expressly 

approved by Paynt; 

4) sale of products and/or provision of services, for which a valid license or 

other permission or other registration is required under the Applicable 

Laws and/or the Rules, and which the Merchant does not have 

(irrespective if sale of such products and/or service is a part of the 

principal business of the Merchant);  

5) the sale of goods or provision of services that are listed as prohibited by 

Paynt or the Card Schemes, the Member or under the Applicable Laws 

and/or the Rules; 

6) the sale of goods and provision of services that infringe intellectual 

property rights. 

2.2.2. Failure of the Merchant to fully comply with obligations defined above in 

this Section shall be considered as the material breach of the Agreement 

by the Merchant.  

3. GENERAL REQUIREMENTS APPLICABLE TO THE MERCHANT  

3.1. General  

3.1.1. By executing the Agreement, the Merchant acknowledges and agrees that 

the execution of the Agreement by Paynt shall be subject to the results of 

the Merchant’s assessment, including Merchant’s risk and verification of 

identity of the Merchant (and representatives of the Merchant and 

Ultimate Beneficial Owners of the Merchant). For avoidance of doubts – 

the business relationships between Paynt and the Merchant shall be 

considered as established only after: (a) Paynt has completed the 

mandatory identification and verification of identity of the Merchant (and 

representatives of the Merchant and Ultimate Beneficial Owners of the 

Merchant); (b) Paynt has issued a live Merchant Identifier to the Merchant; 

and (c) Paynt has allowed the Merchant to perform Transactions under 

the Agreement. Until fulfilment of all conditions described in points (a)-(c) 

above Paynt shall be entitled to terminate the Agreement with immediate 

effect. Execution of the Agreement by Paynt does not imply acceptance 

by the Member, which may be withheld or withdrawn at any time.  

3.1.2. Upon executing the Agreement, the Merchant undertakes to comply with 

requirements of the Agreement even before the moment when the 

business relationships between Paynt and the Merchant are considered 

as established as defined above. Failure of the Merchant to fully comply 

with obligations defined above in this Section shall be considered as the 

material breach of the Agreement by the Merchant. 

3.1.3. The Merchant hereby acknowledges and agrees that Paynt shall be 

entitled to request the Merchant to provide information and 

documentation required for assessment of the risk of the Merchant, 

including information and documentation required for Paynt to fulfil its 

obligations under the Law on Prevention of Money Laundering and 

Terrorist Financing of the Republic of Lithuania. The Merchant hereby 

confirms that the Merchant understands that Paynt may at any time 

during the term of the Agreement request the Merchant to provide 

additional information and documentation, if such information is required 

for (re-) assessment of the risk of the Merchant or to fulfil compliance 

obligations under the Applicable Laws and/or the Rules. The Merchant 

must submit such additional information requested by Paynt without any 

delay, within the time period specified by Paynt as part of the request for 

such additional information. Failure of the Merchant to fully comply with 

obligations defined above in this Section shall be considered as the 

material breach of the Agreement. The Merchant authorizes Paynt to 

retrieve information related to the Merchant from third parties (including 

public registers, credit rating agencies, information bureaus etc.) and the 

Merchant authorizes such third parties to provide the above-mentioned 

information to Paynt. 

3.1.4. The Merchant must: 



 

4 

Valid from 11.04.2022 

1) settle any amounts due to Paynt, either through granting a set-off right to 

Paynt or direct payment of invoices issued by Paynt;  

2) transmit the Transactions to Paynt without undue delay and not to 

transmit the Transactions to Paynt for settlement before the 

products/services have been sent or delivered to the agreed recipient, 

unless Paynt has given the Merchant an express approval to accept 

prepayments; 

3) transmit the Transactions for settlement via one of the Payment Solutions 

expressly approved by Paynt under the Agreement; 

4) transmit only the true, complete and accurate Transaction Data to Paynt; 

5) sell products or services and use the Services in accordance with 

requirements of the Agreement, the Applicable Laws and the Rules;  

6) not use the Services for activities that may harm brand and/or reputation 

of Paynt, the Member and/or Card schemes; 

7) not use the Services for morally or ethically dubious purposes, or purposes 

that in any way violate the Applicable Laws and/or the Rules; 

8) not hack, improperly access or interfere with the Payment Solutions, other 

software and/or applications of Paynt, the Member or Card Schemes;  

9) immediately notify Paynt about any unauthorized access or attempt to 

access the Merchant Data Account or the IT systems of the Merchant 

related to processing of Transactions;  

10) cooperate with Paynt in relation to any Chargeback related to Transaction 

of the Merchant;  

11) provide the information requested by Paynt for the purpose of provision of 

the Services under the Agreement;  

12) not use the Services for the performance of illegal or fraudulent activities;  

13) not disclose the Card Data and/or personal data of the Cardholders;  

14) not use the Card Data for other purpose than performance of the 

Transactions;  

15) not store any Sensitive Payment Card Data;  

16) not accept payments or perform the Transactions on behalf of third 

parties or for websites, products/services, or countries not approved by 

Paynt;  

17) provide the services and/or products ordered by the Customer in a timely 

and proper manner, with due skill and care and of the quality generally 

expected in the provision of such products and/or services;  

18) to uphold and apply the spirit and explicit requirements of the fair 

treatment of Customers established under the Applicable Laws and/or 

the Rules; 

19) not to directly or indirectly misrepresent itself as a member of the Card 

Schemes; 

20) Accept all Payment Cards and Payment Solutions indicated in the 

Agreement Form; 

21) not impose (or compel) the Cardholder to waive a right to dispute a 

Transaction; and 

22) implement and apply the spirit and explicit additional requirements under 

the Rules and/or Applicable Laws related to particular types of 

Transactions, including direct marketing, gambling, drugs, adult content 

etc.  

3.2. Website of the Merchant  

3.2.1. The Merchant ensures that each Website (if any), where the Merchant 

uses the Services for Transactions under this Agreement, continuously 

complies with the following requirements during the term of the 

Agreement:  

1) the Website clearly and prominently displays the Merchant’s name, 

company registration number and registered office address (including 

country) and other details required under the Applicable Laws and/or the 

Rules; 

2) the Website clearly and prominently displays the Merchant’s contact 

details, including e-mail, phone number and actual business address;  

3) the Website clearly and prominently displays the e-mail address and 

telephone number for customer service or similar department and 

schedule of the availability of the customer service or similar department;  

4) the Website clearly and prominently displays a clear description of the 

products/services that the Merchant sells/provides on the Website;  

5) clear prices (including or expressly indicating any applicable taxes and/or 

fees and currencies of each and every product and/or service);  

6) Merchant’s business terms and conditions, including the rules related to 

the Cardholder’s right of cancellation, delivery (including delivery of 

multiple shipments), payment, return and refund policy, as well as 

shipping costs;  

7) the Website clearly and prominently displays the Merchant’s privacy 

policy applicable to the Customers; 

8) the Website clearly and prominently displays a clear reference that  the 

Customers are able to pay using the relevant Payment Cards and 

Payment Solutions in compliance with the Rules and the Applicable Laws;  

9) the Website contains a clear and prominent “click to accept” button, 

checkbox or another appropriate type of confirmation function under the 

Rules and the Applicable Laws on the same screen used as the checkout 

screen indicating the total Transaction amount or during the sequence of 

pages before final checkout and evidencing that the Customer has 

accepted the Merchant’s business terms and conditions applicable to the 

Transaction;  

10) the Website clearly and prominently displays the required names, marks 

and logos of the Payment Cards, Card Schemes and Payment Solution 

providers in compliance with the Rules and Applicable Laws; 

11) the Website is not containing means (or vulnerabilities) allowing access 

to Services for activities that are not expressly approved by Paynt (known 

as transaction laundering);  

12) the Website implements appropriate means of protection of the data of 

the Customers and Cardholders, including secure sockets layer and/or 3-

D Secure under the Rules and Applicable Laws;  

13) the Website clearly and prominently displays any export restrictions under 

the Applicable Laws and the Rules; and 

14) the Website must implement additional requirements under the Rules and 

Applicable Laws related to particular types of Transactions, including 

direct marketing, gambling, drugs, adult content, etc.  

3.2.2. In addition to the above, the Merchant shall retain the title (or an 

appropriate license to use) to the domain name of the Website during the 

term of the Agreement.  

3.2.3. The Merchant confirms that the Merchant understands and authorizes 

Paynt to perform assessments of the Merchant’s Website at any time 

during the term of the Agreement without a prior notice to the Merchant. 

If during such assessment, Paynt detects failure to comply with 
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requirements of the Agreement, the Applicable Laws and/or the Rules and 

the Merchant fails to cure such deficiencies within the time period notified 

by Paynt, then such deficiencies shall be considered as a material breach 

of the Agreement and Paynt shall be entitled to terminate the Agreement 

with immediate effect.  

3.3. Information on the Merchant  

3.3.1. By executing the Agreement, the Merchant hereby confirms that the 

Merchant has submitted and will continue to submit the data, documents 

and/or information to Paynt that Paynt reasonably requires to: 

(i) assess the Merchant’s compliance with requirements of the 

Agreement; (ii) establish the risk level posed by the Merchant; and (iii) 

identify, verify and assess identity of the Merchant (and representatives of 

the Merchant and Ultimate Beneficial Owners of the Merchant). The 

Merchant commits to provide to Paynt any additional data, documents 

and/or information requested in order to re-assess Merchant’s 

compliance and the risk level posed by the Merchant. 

3.3.2. By executing the Agreement, the Merchant represents and warrants to 

Paynt that the submitted documents, data and information provided to 

Paynt, information entered into the Agreement Form (and in Schedules, 

annexes and other documents incorporated into the Agreement) are true 

and correct in all aspects on the date of the Agreement and shall remain 

as such on each day of the Agreement and that the Merchant operates a 

bona fide business and the Merchant complies with the Applicable Laws 

and the Rules throughout the term of the Agreement. The Merchant 

acknowledges and agrees that any information submitted to Paynt may 

be disclosed to regulatory or enforcement authorities, Card Schemes, the 

Member and outsourced service providers of Paynt, if such disclosure is 

mandatory under the Applicable Laws and the Rules or is necessary for 

performance of the Services. 

3.3.3. Unless the Merchant has expressly declared otherwise to Paynt in written, 

the Merchant represents and warrants to Paynt that none of the UBOs, 

shareholders and representatives of the Merchant are considered as a 

Politically Exposed Person or a Subject of Sanctions under the Applicable 

Laws and/or Rules. 

3.3.4. Representations, confirmations and warranties given by the Merchant 

upon execution of the Agreement are considered as binding from the 

moment of signing by the Merchant and shall be deemed as continuing 

representations, confirmation and warranties that are repeated and 

reaffirmed by the Merchant continuously throughout the term of the 

Agreement as true, correct and complete in all material respects. 

3.4. Changes in the Merchant’s circumstances 

3.4.1. The Merchant must immediately inform Paynt in writing of any change in 

the circumstances, documents and information related to the Merchant 

that are of the substantial significance for establishing and maintaining 

of the business relationships, including: 

1) changes in ownership and/or control of the Merchant, including any 

changes in Ultimate Beneficial Owners of the Merchant;  

2) changes in direct or indirect ownership of 10% or more of shares (or voting 

rights) of the Merchant;  

3) changes in Merchant’s management (including management board (if 

applicable), supervisory board (if applicable) and managing director), as 

well as authorized signatories;  

4) changes regarding shareholders’ agreement, partnership agreement (if 

applicable); 

5) changes in Merchant corporate documents, including Articles of 

Association or other documents governing management of the Merchant;  

6) changes in Merchant’s legal form (e.g. a change from a sole 

proprietorship to a private limited company etc.); 

7) changes in Merchant’s business, including introduction of new 

products/services, significant altering of existing product/services, 

significant changes of Merchant business terms and conditions, 

additional target regions, industrial re-classification, significant changes 

to Transactions’ volumes than may be expected due to seasonality or 

other reasons etc.;  

8) changes in Merchant’s contact details, including Website address (URL);  

9) changes in the Merchant’s financial standing, including failure to settle 

with its creditors for more than one month, a claim is brought against the 

Merchant in the amount not less than EUR 10000, any Insolvency Event 

related to the Merchant;  

10) changes of Ultimate Beneficial Owner data, including changes in the 

means used by Ultimate Beneficial Owners to control the Merchant; 

11) any other significant changes in the Merchant’s circumstances relevant 

to the Agreement. 

3.4.2. In addition to the above, the Merchant must enclose with the notice on 

changes, copies of documents evidencing the notified changes.  

3.4.3. The Merchant hereby acknowledges and agrees that notification of 

changes in accordance with this Section may require amendment of the 

Agreement or may result in termination of the Agreement.  

3.4.4. Any changes in accordance with this Section must be notified in writing, in 

a form satisfactory to Paynt. In the event the Merchant fails to meet the 

form requirement, it shall be considered as a material breach of the 

Agreement granting the right to Paynt to terminate the Agreement with 

immediate effect.  

3.5. Performance of know-your-client requirements  

3.5.1. Paynt is an electronic money institution, holding a financial institution 

license issued by the Lithuanian financial supervisory authority – the Bank 

of Lithuania and must comply with the requirements of the Law on 

Prevention of Money Laundering and Terrorist Financing of the Republic of 

Lithuania, other Applicable Laws and Rules.  

3.5.2. Upon execution of the Agreement, the Merchant confirms that documents 

and information on identity of the Merchant (and representatives of the 

Merchant and Ultimate Beneficial Owners of the Merchant), which is 

submitted to Paynt and/or available in public business registers of the 

country of registration of the Merchant are accurate and valid in all 

material aspects in compliance with the provisions of Applicable Laws 

and Rules.  

3.6. Requirements regarding documents submitted by the Merchant  

3.6.1. Upon request the Merchant must submit to Paynt either originals or duly 

certified copies of all the required documents.  

3.6.2. The Merchant ensures that all documents submitted to Paynt are true, 

effective and complete and the Merchant undertakes to immediately 

notify Paynt on any changes.  

3.6.3. All documents and information must be submitted in English or Lithuanian 

unless otherwise is expressly agreed with Paynt. Upon request of Paynt, the 
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Merchant must provide to Paynt a translation of the submitted document 

that is duly certified as accurate by the signature of the translator. 

3.6.4. In the event the Merchant fails to submit the documents and information 

that meets the above-mentioned requirements, Paynt shall be entitled to 

refuse to accept such documents. If the Merchant fails to cure deficiencies 

in documents and information within the time period indicated by Paynt 

and/or: (a) such failure poses is considered as the unacceptable risk by 

Paynt; or it is not possible to identify and verify the identity of the Merchant 

(or representatives of the Merchant or the Ultimate Beneficial Owners of 

the Merchant), then Paynt shall be entitled to terminate the Agreement 

with immediate effect.  

3.7. Connected Services 

3.7.1. Paynt offers access to use the Services with various Connected Services 

provided by third parties via integrations designed for interoperation of 

the Connected Services with the Services provided by Paynt.  

3.7.2. The Merchant may use the Connected Services under a separate 

agreement between the Merchant and the provider of the particular 

Connected Services.  

3.7.3. Paynt may offer to facilitate conclusion of the agreement between the 

Merchant and the provider of the particular Connected Services by acting 

as an agent (or distributor and/or reseller) of the particular Connected 

Services. Notwithstanding anything to the contrary, the Connected 

Services do not constitute a part of the Services provided by Paynt under 

this Agreement, and Paynt shall have no contractual obligations to the 

Merchant in relation with the Connected Services. The Merchant shall use 

the Connected Services at its own risk and cost. 

3.7.4. Before using of any Connected Services, the Merchant must diligently 

review and accept: the applicable business terms of the provider of the 

Connected Services; the privacy notice and privacy policy applicable to 

use of the Connected Services; compliance of the Connected Services 

with the Applicable Laws and Rules; and data security regime applicable 

to the Connected Services.  

3.7.5. If the Merchant indicates to Paynt a decision to utilize any Connected 

Services (by signing the Agreement Form, addendum, clicking the 

respective button, checkbox or using other appropriate type of 

confirmation), then:  

1) Paynt may rely that the Merchant has conducted a review according with 

requirements of the Section above, accepted and approved all terms, 

requirements, risks and circumstances related to use of the Connected 

Services; 

2) the Merchant agrees to be bound by terms of the Agreement applicable 

to use of the Connected Services with the Services provided by Paynt; 

3) the Merchant authorizes Paynt to receive from (and process and transfer 

to) the provider of the Connected Services the data collected and 

processed in relation with providing the Merchant with the Services under 

this Agreement; 

4) the Merchant acknowledges, agrees and warrants that the Merchant has 

obtained the respective consents and/or other legitimate grounds to 

collect and process the data of (and provided all mandatory notifications 

to) the Customers for the purpose of using the Connected Services; 

5) the Merchant acknowledges and agrees that Paynt provides no 

warranties (whether express, implied or statutory) in relation with use of 

the Connected Services to the maximum extent allowed under the 

Applicable Laws, including security, availability, compatibility, 

merchantability, fitness for a particular purpose, title and non-

infringement, and warranties that may arise out of course of dealing, 

course of performance, usage or trade practice. 

3.7.6. The Merchant will defend and indemnify Paynt against all liabilities, 

damages, losses, costs, fees (including legal fees), and expenses relating 

to any claims and legal proceeding to the extent arising from misuse of 

the Connected Services by the Merchant and/or misuse of interoperation 

of the Connected Services with the Services. 

3.7.7. The Merchant must inform Paynt if the Merchant uses (or intends to use) 

any third-party service provider that processes the Card Data (or which 

for other reasons has access to the Card Data) related to Transactions 

processed under the Agreement. The Merchant must also timely notify 

Paynt about any change in its use of third-party service providers involved 

in processing of the Transactions under the Agreement. 

3.7.8. The Merchant ensures that all third-party service providers (that process 

the Card Data related to Transactions processed under the Agreement) 

are registered by the appropriate Card Scheme (to the extent required) 

and comply with the requirements laid down in PCI DSS. 

4. RISK ASSESSMENT 

4.1.1. Paynt may perform risk assessment of the Merchant based on information 

provided by the Merchant and other information collected by Paynt. Paynt 

may perform the risk assessment of the Merchant before establishing the 

business relationships with the Merchant (and at any time thereafter). 

4.1.2. The Merchant is responsible for notification its shareholders, Ultimate 

Beneficial Owners, managing director, members of management board 

and/or supervisory board and authorized signatories that they may be 

included in a risk assessment of the Merchant performed by Paynt for the 

purpose of the Agreement.  

4.1.3. As a result of risk (re-)assessment Paynt may unilaterally amend the 

Agreement with immediate effect: 

1) change the Merchant Category Code(-s), Merchant descriptors, 

Merchant Identifiers; 

2) extend the Rolling Reserve hold period, extend the Fixed collateral hold 

period, demand a bank guarantee or other type of collateral to secure 

payment obligations and liabilities of the Merchant under the Agreement; 

3) withhold the Merchant’s settlement of payments received on behalf of the 

Merchant in whole or in part;  

4) extend the settlement period for all or parts of the Merchant’s revenue; 

5) establish a risk and/or the Chargeback Fee payable by the Merchant;  

6) make other necessary requests or determinations. 

If the Merchant does not accept the above-mentioned amendments, then 

Paynt may unilaterally terminate the Agreement with immediate effect. 

4.1.4. As part of ongoing risk assessment, Paynt, the Member, the Card Schemes 

or a representative of either the Card Scheme, the Member or Paynt may 

conduct an unannounced inspection of the Merchant’s premises, Website 

or application from which the products/services are sold/provided to the 

extent they are relevant to the Agreement, including security assessment 

and/or a general assessment covering the following areas: (1) Merchant’s 

servers and data storage; (2) Merchant’s processes and procedures; (3) 

Merchant’s compliance with all security requirements imposed pursuant 

to the Agreement and the Rules. 
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4.1.5. The Merchant must ensure the necessary access and assistance for the 

above-mentioned audit free of charge, provided that the auditor is bound 

by reasonable non-disclosure obligations. If any non-compliance issues 

are discovered as a result of the above-mentioned audit, then Paynt may 

request the Merchant to reimburse all reasonable costs associated with 

such audit. Failure by the Merchant to fully comply with this requirement 

shall be considered as the material breach of the Agreement and subject 

to termination of the Agreement by Paynt with an immediate effect.  

4.1.6. Merchant Category Codes, Merchant Identifiers, Merchant descriptors are 

indicated in the Agreement Form on a preliminary basis only.  Merchant 

Category Codes, Merchant Identifiers, Merchant descriptors, reflect results 

of dynamic assessment of the information available about the Merchant 

and the risk profile of the Merchant and can be unilaterally changed at 

discretion of Paynt at any time in order to ensure better match of these 

details and available Payment Solutions with the risk profile of the 

Merchant and requirements of the then-current Rules. Paynt is entitled to 

request the Merchant to conclude a separate Agreement(-s) for provision 

of the Services related to particular type of Transactions and/or Merchant 

Category Code(-s). If the Merchant fails to enter into a separate 

Agreement for a particular type of Transactions and/or Merchant 

Category Code(-s), then Paynt is entitled to suspend or restrict availability 

of particular Payment Solutions for the Merchant with an immediate effect 

and/or terminate the Agreement. 

5. MERCHANT DATA ACCOUNT WITH PAYNT  

5.1. Upon establishment of the business relationships under the Agreement 

Merchant will be provided with the Merchant Data Account on Paynt 

system.  

5.2. To access its Merchant Data Account the Merchant must use the required 

Personalized Security Features.  

5.3. The Merchant must use Personalized Security Features for each access to 

the Merchant Data Account. Personalized Security Features must be used 

in compliance with instructions provided by Paynt. If the Merchant fails to 

comply with instructions provided by Paynt, then the Merchant is 

responsible and liable for any and all damages in relation thereto. 

5.4. Personalized Security Features, access to email of the Account 

Administrator and emails of the authorized users of the Merchant must be 

kept by the Merchant inaccessible to third parties, including a duty to 

secure that the Personalized Security Features are not be lost, stolen or 

misappropriated, and also that the Personalized Security Features are not 

be available for copying or obtaining data required to access the 

Merchant Data Account in any other way without physically obtaining 

them. 

5.5. The Merchant must immediately notify Paynt about loss, theft or other 

misappropriation or unauthorised use of Personalized Security Features, 
email of the Account Administrator or emails of the authorized users of the 

Merchant. 

5.6. Paynt retains the right to block use of the Personalized Security Features 

and access to the Merchant Data Account, if: it is required so for security 

reasons; the Merchant (or the particular Account Administrator or 

authorized user of the Merchant) does not comply with provisions of the 

Agreement; the Merchant (or the particular Account Administrator or 

authorized user of the Merchant) has not accessed the Merchant Data 

Account for more than six months in a row; during maintenance of the 

systems of Paynt; during technical disturbances affecting safety and/or 

operation of the Merchant Data Account; Paynt has suspicions about 

unauthorized or fraudulent use of the Personalized Security Features 

and/or the Merchant Data Account; there are indications of repeated 

unsuccessful attempts to use the Personalized Security Features; any 

Merchant’s Insolvency Event procedure is initiated; performance of the 

Services is suspended or terminated; force majeure event has set in; the 

Agreement is terminated; or there are other existing circumstances 

allowing Paynt to unilaterally terminate the Agreement. Such blocking 

may be temporary or permanent. The Merchant may be informed on such 

blocking by issuing an email, unless Paynt is not entitled to do so under 

Applicable Laws and/or Rules.  

5.7. Usage of the Personalized Security Features will be considered as the 

appropriate means of proof evidencing that the Merchant Data Account 

has been accessed by the Merchant and respectively any further actions 

performed on the Merchant Data Account following such an access  have 

been performed by the Merchant (unless the actions performed on the 

Merchant Data Account would require additional authentication under 

the Applicable Laws or Rules).  

5.8. Paynt retains the sole right to request the Merchant to perform repeated 

and/or additional actions to access the Merchant Data Account and/or 

perform activities related to the Services, including actions that are not 

directly indicated in the Agreement or instructions provided by Paynt.  

5.9. The Merchant acknowledges and agrees that the Account Administrator: 

(1) after successful identification by Paynt shall be deemed as authorized 

to use the  Personalized Security Features as an electronic signature to 

conclude further agreements, issue consents approvals, acceptances, 

actions and other statements;  (2) is considered as an authorized user of 

the Merchant for purposes of the Agreement; and (3) may appoint 

additional authorized users. Consents, approvals, acceptances, actions 

and other statements performed by an authorized user of the Merchant 

using Personalized Security Features shall have the same legal validity as 

a wet written signature of the Merchant on a written document. 

Agreements concluded by the Account Administrator and/or an 

authorized user of the Merchant using Personalized Security Features shall 

be treated as written agreements concluded by the Merchant. Any 

instructions submitted by the Account Administrator and/or the 

authorized user of the Merchant using Personalized Security Features will 

be treated as being submitted by the Merchant. 

5.10. If the Merchant Data Account has been accessed by anyone else except 

the Merchant and/or any actions have been performed following such 

access that resulted in loss of the Merchant’s funds and the Merchant did 

not authorize such access and/or further actions (when usage of the 

Personalized Security Features was necessary), Paynt must as soon as 

practically possible (but not later than until the end of the Business Day 

following the day when Paynt became aware of such an access to the 

Merchant Data Account): (1) to refund the Merchant with the amount of 

such unauthorised loss of funds; and (2) to ensure that the Merchant will 

suffer no damages in relation to failure pay or receive (whatever may be 

the case) the interest on the certain term, save for the cases of fraud.  

5.11. The Merchant must immediately notify Paynt on any and all unauthorized 

activities on the Merchant Data Account, but not later than within one 

month following the day when such unauthorized activity took place.  
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5.12. The Merchant must take all reasonable steps to keep the username and 

the password of the Merchant Data Account safe at all times and never 

disclose it to any third parties. Paynt personnel will never ask to disclose 

the password to the Merchant Data Account.  

5.13. Paynt recommends to the Merchant to regularly change the password to 

the Merchant Data Account in order to reduce the risk of a security breach 

in the Merchant Data Account. Paynt also recommends not to choose a 

password that can be easily identified from the information someone 

might know or gather about the Merchant or a password that has a 

meaning. The Merchant must never allow anyone to access the Merchant 

Data Account or have anyone watching the Merchant accessing the 

Merchant Data Account. 

5.14. Should the Merchant have any indication or suspicion related to the 

Merchant Data Account, login details, password or other Personalized 

Security Features being lost, stolen, misappropriated, used without 

authorization or otherwise compromised, the Merchant must inform Paynt 

in relation thereto and is required to change the password immediately. 

The Merchant is liable for losses incurred as a result of any undue delay in 

notifying the above-mentioned circumstances to Paynt. If the Merchant 

suspects that the Merchant Data Account has been accessed by an 

unauthorised person, the Merchant should also contact local police (or 

other appropriate local law enforcement authority) and report the 

incident. 

5.15. The Merchant must take all reasonable care to ensure that the Merchant’s 

email used to register with Paynt is secure and can only be accessed by 

the Merchant, as the Merchant’s email address may be used (among 

other means of communication) to communicate with the Merchant. If the 

email address registered with Paynt during the term of Parties relationship 

is compromised, the Merchant must inform Paynt without undue delay 

after becoming aware of this and contact the email service provider.  

5.16. Irrespective of whether the Merchant is using a public, shared or his/her 

own computer to access the Merchant Data Account, the Merchant must 

always ensure that the Merchant’s login details are not stored by the 

browser or cached or otherwise recorded. The Merchant should never use 

any functionality that allows login details or passwords to be stored by the 

computer the Merchant is using.  

6. SECURITY REQUIREMENTS  

6.1. Card Data 

6.1.1. The Card Data must be used only in compliance with the Applicable Laws 

and the Rules to complete the Transactions and must not be used for any 

other purpose (for example, to establish the identity of the Cardholder or 

to perform unauthorised transactions etc.). 

6.1.2. The Merchant must store the Card Data (that are allowed to be stored 

under the Applicable Laws and the Rules, PCI DSS and the Agreement) in 

compliance with the Applicable Laws and the Rules and PCI DSS, and must 

inform all Cardholders that their personal data, including the Card Data, 

are passed to Merchant’s third-party payment processors. 

6.1.3. The Merchant must store the Transaction documentation, for a minimum 

retention period required by the Card Schemes. Once the retention period 

has expired, the Transaction documentation/settlement documents must 

be destroyed in a proper manner (under PCI DSS, the Applicable Laws and 

the Rules), in such a manner that unauthorised persons are prevented 

from access to this data.  

6.2. Compliance with PCI DSS requirements 

6.2.1. The Merchant must inform Paynt how the Merchant handles/stores the 

Card Data.  

6.2.2. The Merchant is subject to the requirements of PCI DSS, and the Merchant 

shall be responsible for all costs related to compliance with requirements 

of PCI DSS.  

6.2.3. The Merchant must present PCI DSS certificate in the form satisfactory to 

Paynt. Examples are a “self-assessment form” approved by Paynt, a report 

of compliance (ROC) completed by a certified data security firm 

(Qualified Security Assessor) and a pass result for a vulnerability scan 

performed by a certified data security firm under validation requirements 

of Paynt and the Card Schemes. If Paynt is not satisfied by the PCI DSS 

certificate provided by the Merchant, then Paynt may request the 

Merchant to perform another scan of the Merchant’s systems in order to 

ensure compliance with PCI DSS requirements.  

6.2.4. The Merchant that does not handle and/or store Card Data is not required 

to provide PCI DSS certificate (unless otherwise is required by the Card 

Schemes, Payment Solution provider, the Member or Paynt), but such 

Merchant must submit to Paynt a self-assessment questionnaire 

attesting it does not handle or store Card Data.  

6.2.5. Under no circumstances shall the Merchant collect or store or allow 

collection or storage of the Sensitive Payment Card Data. 

6.3. Compromising of systems 

6.3.1. The Merchant must inform Paynt immediately (that is - within two hours 

of incident happened during working hours or within two hours of the next 

business day of incident happened outside of working hours) of any 

unauthorized access or suspicion of unauthorized access to the 

Merchant’s systems containing the Card Data as well as any compromise 

or suspected compromise of the Card Data. 

6.3.2. In the event the systems containing the Card Data handled by the 

Merchant (or by the third-party service providers of the Merchant) are 

compromised (or reasonable suspected to be compromised), then Paynt 

reserves the right to impose charges on the Merchant to the same extent 

as those imposed on Paynt by the Card Schemes or state authorities. 

Paynt may require the Merchant to introduce additional security solutions 

in order to mitigate risk of future compromises of the Merchant’s systems. 

Failure by the Merchant to fully comply with above-mentioned 

requirements shall entitle Paynt to terminate the Agreement with an 

immediate effect. 

6.3.3. The Merchant shall be liable for any loss or damage incurred as a result of 

any use of the Card Data after a compromise of its systems, including the 

costs associated with the issuing of the new Payment Cards, and the costs 

associated with any investigation required into the security breach or a 

suspected breach. The Merchant must cooperate with and assist Paynt, 

the data security firm chosen by Paynt, the Card Schemes, the Member 

and any relevant public authorities in the event of any fraud, other 

compromise or suspected fraud or compromise. 

6.3.4. During any investigation, Paynt shall be entitled to suspend its Services, 

extend Rolling Reserve and Fixed Collateral hold periods, withhold 

settlements of the funds collected for Transactions of the Merchant until 

such investigation is completed. For avoidance of any doubt, Paynt shall 

not be responsible for any loss of the Merchant incurred in relation of the 

above-mentioned suspension of the Services.  
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7. PAYMENT SOLUTIONS  

7.1. Integration  

7.1.1. Paynt shall provide to the Merchant one or more Payment Solutions 

expressly approved under the Agreement, including integration of the 

Merchant’s Website with the Payment Solution; enabling the Merchant to 

use software for POS terminals provided or approved by Paynt; or other 

Payment Solution allowing Paynt to provide its Services under the 

Agreement.  

7.1.2. The Merchant shall have no right to amend, adjust, and/or develop 

additional functionalities or in any way augment, interfere or tamper with 

Payment Solution, software, hardware or the Services. If the Merchant shall 

require any configuration, amendment, adjustment or assistance related 

to Payment Solution, software, hardware or the Services, then the 

Merchant must immediately contact Paynt and request assistance and 

advice of the required process to address the issue. The Merchant must 

comply with instructions provided by Paynt.  

7.1.3. Paynt shall be entitled to request the Merchant to introduce additional IT 

solutions in the Merchant’s systems, if Paynt considers that such 

additional IT solution shall be required to facilitate performance of the 

Payment Solution(-s), software, hardware and/or the Services or that it 

provides increased security of the Merchant’s systems. Failure by the 

Merchant to fully comply with above-mentioned requirements shall 

entitle Paynt to terminate the Agreement with an immediate effect. 

7.1.4. Paynt is allowed to provide Payment Solutions in co-operation with 

different Members and third-party service providers (including payment 

platforms, payment processors, gateway service providers, anti-fraud 

solution providers etc.) engaged in reasonable discretion of Paynt. 

Support of each Payment Solution is subject to acceptance of the relevant 

Member that may be withheld or revoked by such Member in its 

reasonable discretion. The Merchant acknowledges and agrees that the 

Card Schemes, Payment Solution providers and some Members may 

require the Merchant (directly or via imposing requirements on Paynt) to: 

(a) undertake fulfil additional security, authentication or other 

requirements; (b) perform registration with the Card Scheme and/or the 

Payment Solution provider; (c) enter into direct agreement in order to 

enable the Merchant to use (or continue to use) the relevant Payment 

Solution. The Merchant authorizes Paynt to: submit information obtained 

from the Merchant to the relevant Card Schemes, Payment Solution 

providers and Members and third-party service providers in order to 

arrange conclusion of a direct agreement, procure permission to enable 

the Merchant to use (or continue to use) the relevant Payment Solution 

and/or perform the required registration with the Card Scheme and/or the 

Payment Solution provider; and set off expenses incurred by Paynt in 

relation with procuring of such permission, registration and/or 

arrangement of conclusion of the direct agreement from the Rolling 

Reserve, Fixed Collateral, amount collected by Paynt on behalf of the 

Merchant or other amounts otherwise payable to the Merchant or request 

the Merchant to reimburse such expenses directly by issuing an invoice. 

Failure by the Merchant to fully comply with above-mentioned 

requirements shall entitle Paynt to suspend or terminate the Agreement 

with an immediate effect. 

7.1.5. Paynt is allowed to stop support of any particular Payment Solution or 

change: the Member, service providers involved in provision of this 

Payment Solution; and/or conditions and requirements, under which the 

Merchant can continue to use this Payment Solution. Paynt shall notify the 

Merchant at least one month in advance (unless a shorter notification 

period is allowed under the Terms and Conditions) on discontinuation of 

support of the particular Payment Solution and/or relevant changes in 

conditions and requirements in the Payment Solution that directly affect 

the Merchant.  

7.2. Maintenance  

7.2.1. Paynt provides no warranties statutory, express, or implied, including the 

warranties of compliance with industrial standards and fitness for a 

particular purpose. Paynt shall undertake commercially reasonable 

efforts to provide the Payment Solution, software and/or hardware free 

from interference, error and other discrepancies, but nothing in these 

Terms and Conditions shall create the express or implied obligation to do 

so. Paynt shall not be liable for any damages resulting from any such 

interference, error or other discrepancy, except where it is the direct result 

of gross negligence or wilful misconduct by Paynt. In any such case, 

damages shall be subject to the contractual limitation on liability as set 

forth in these Terms and Conditions.  

7.2.2. Availability of the Services may be temporarily limited in whole or in part 

for important reasons, including maintenance, adjustments, changes, 

detection and correction of malfunctions, integrity testing etc. In the event 

of any interference, interruption or error, Paynt shall undertake 

commercially reasonable efforts to remove such interference and other 

discrepancies as soon as practically possible. Paynt shall inform the 

Merchant of any known technical failures or potential technical failures 

affecting Payment Solution that may impact the Merchant’s business 

along with any remedial actions as they occur.  

7.2.3. Paynt reserves the right to change the Payment Solution, software, 

hardware and the Services and any technical aspect thereof at discretion 

of Paynt and at any time. Should any modifications be required for the 

integration to the Merchant’s Website, software or hardware used for the 

Services, then such modifications shall be made by Paynt (or a third-party 

service provider appointed by Paynt).  

8. AUTHORIZATION OF THE PAYMENT CARDS AND THE AUTHENTICATION  

8.1. The Merchant must submit only valid Transactions and request the 

Authorization of the Payment Cards for all Transactions.  

8.2. The entire amount (the total amount) of the order of the Customer must 

be authorized as a single amount. The Merchant is prohibited to attempt 

to split the amount of the order of the Customer across several 

Transactions on the same Payment Card or across several Payment 

Cards. 

8.3. In the event, the Authorization of the Payment Card of the Transaction is 

rejected, the Merchant must not complete such Transaction, irrespective 

of the amount. 

8.4. The Authentication of all Transactions must be performed only by the 

Cardholder during the moment of entering Payment Card data for the 

purpose of the Transaction. The Merchant must not accept any Card Data 

of the Cardholder and/or the Transaction outside of the Payment Solution 

provided by Paynt, irrespective if such data is provided by the Cardholder 

himself or any third party. Failure to comply with this requirement will be 

considered as the material breach of the Agreement.  
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8.5. The Authorization of the Payment Card is neither a guarantee that the 

Transaction will be accepted, nor is it a confirmation of the Cardholder’s 

identity; it merely confirms that the Payment Card is not blocked and that 

there are sufficient funds in the account to cover the amount at the time 

of the Authorization of the Payment Card. 

8.6. If the Transaction is not carried out, any amount of funds reserved for such 

a Transaction must be reversed within 24 hours of cancellation of the 

purchase. If the final Transaction amount is less than the amount that was 

originally reserved for such a Transaction, the excess of the reserved 

amount must be reversed immediately. Amounts that are not reversed 

must correspond to the final Transaction amount. 

9. APPROVED CURRENCIES 

9.1. The Transactions may be only performed in the currencies approved by 

the Parties in the Agreement.  

9.2. If the currency of the Transaction is different from: (a) the allowed 

currencies, in which payments are processed by the respective Card 

Scheme; or (b) the currency, in which payments are settled to the 

Merchant under the Agreement, then the Merchant assumes the foreign 

currency exchange risk (of fluctuation in the exchange rates between 

these currencies) and the rate of exchange (plus appropriate currency 

conversion Fees and expenses) applied by the respective Card Scheme, 

Member, Paynt or a third-party foreign exchange services provider 

chosen at discretion of Paynt. For all transactions that require a currency 

conversion, Paynt may charge the currency conversion Fee (in 

percentage above the applicable exchange rate) of 2.5%. 

10. PAYMENT FOR THE SERVICES  

10.1. Pricing  

10.1.1. The Fees, commissions, fines and other payments payable by the 

Merchant to Paynt shall be initially indicated in the Agreement Form 

(except payments defined under the Terms and Conditions).  

10.2. Settlement  

10.2.1. After receipt of the settlement funds from the Card Schemes (or the 

Member, where applicable) for Transactions of the Merchant, Paynt shall 

settle with the Merchant in accordance with the applicable settlement 

period and frequency (as initially indicated in the Agreement Form) and 

in accordance with the terms of the Agreement. However, the settlement 

may be delayed in the following cases:  

1) in connection with public holidays; or 

2) additional verification of the Transaction is required (including 

investigation of indications of possible fraudulent activities, suspicious 

activities, errors etc.); or 

3) the Transaction is disputed (or the Chargeback initiated) by the 

Cardholder or the Payment Card issuer; or 

4) there is a reasonable assumption that the Transaction shall be refunded; 

or 

5) there is suspicion of violation of the Agreement, Applicable Laws and/or 

the Rules; or  

6) income from the Transactions of the Merchant substantially deviates from 

the normal income of the Merchant and the Merchant has not provided 

proper explanations for such deviation; or 

7) delay in settlement of the funds for Transactions of the Merchant by the 

Card Scheme or the Member; 

8) if a delay is required by the supervisory authorities, the Member or the 

Card Schemes; or 

9) in any other cases specified in the Agreement, the Applicable Laws and/or 

the Rules.  

Paynt shall issue to the Merchant a notice in writing indicating the grounds 

of the delay (except, if such notification is prohibited under the Applicable 

Laws and/or the Rules) and indicating the term of the settlement (if 

practically possible). However, in any event Paynt shall put all reasonable 

efforts to clear the situation that resulted into the delay as soon as 

practically possible and not unreasonably postpone settlement with the 

Merchant.  

10.2.2. Amounts payable by the Merchant to Paynt shall be deducted from the 

funds acquired by Paynt on behalf of the Merchant. Paynt shall settle with 

the Merchant after all due amounts (commissions, Fees, Rolling Reserve, 

penalties etc.) have been deducted.  

10.2.3. Paynt shall transfer the settlement amount directly to the Merchant’s bank 

account initially indicated in the Agreement Form. The Merchant shall 

inform Paynt of any changes to the payment details as soon as practically 

possible but no later than within 5 (five) Business Days from the 

occurrence of such changes. In the event of the Merchant’s failure to 

inform of such changes, Paynt shall be deemed to have duly settled 

outstanding amounts in full in a timely manner and shall not be required 

to transfer any amounts to another account of the Merchant.  

10.2.4. Details of the bank account of the Merchant shall be initially indicated in 

the Agreement Form.  

10.2.5. If the Merchant provided wrong details of the bank account number (or 

other Unique Identifier) or failed to notify Paynt about changes in bank 

account (or other Unique Identifier) details and Paynt settles with the 

Merchant to this wrong bank account (or other Unique Identifier), then 

Paynt shall be considered as to have settled with the Merchant in a timely 

and due manner. Nevertheless, Paynt shall undertake commercially 

reasonable efforts to cooperate with the Merchant in relation thereto and 

shall seek to retrieve the settlement payment. In addition to the foregoing, 

Paynt shall furnish the Merchant with necessary information regarding 

such settlement payment, so that the Merchant could itself retrieve the 

settlement payment.  

10.2.6. Paynt shall send a settlement notification to the Merchant identifying the 

settled amounts and dates. Such notification shall be sent to the 

Merchant’s email address initially indicated in the Agreement Form.  

10.2.7. The Merchant must verify that settlement is received and that the amount 

is correct. The Merchant must submit a written notice to Paynt: (a) within 

one month from the date of the Transaction occurred, if 

settlement/payment was not received; and (b) within one month from the 

date settlement/payment is received, if the received amount is not 

correct. Such written notice must clearly indicate the relevant details of 

the involved Transactions and re-calculation of the settlement/payment 

amount. For avoidance of any doubt, if no proper notice shall be received 

within the indicated term, it shall be considered that the Merchant verified 

that all settlements/payments are correct. 

10.2.8. If the Merchant has received a payment to which it has no legal claim 

(regardless of whether such error is attributable to Paynt), this amount 

must be returned to Paynt immediately.  
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10.2.9. Paynt reserves the right to require the Merchant to directly pay to Paynt 

any amounts due under the Agreement. In such an event Paynt shall issue 

a separate invoice regarding such outstanding payments. Invoices shall 

be issued to the Merchant by email to the address indicated in the 

Agreement Form. The Merchant shall be deemed to have received the 

invoice on the next Business Day. 

10.2.10. Paynt may use the collected Rolling Reserve and/or the Fixed collateral to 

settle the Secured Claims. Paynt shall be entitled to deduct (and set off) 

the Secured Claims from the Merchant’s Rolling Reserve and/or the Fixed 

collateral and/or such amounts against the amounts otherwise payable 

to the Merchant. In the event of set-off, the remaining amount (except the 

Rolling Reserve and the Fixed collateral) shall be transferred to the bank 

account of the Merchant. 

10.2.11. If the amount of the funds acquired by Paynt on behalf of the Merchant 

(and the Rolling Reserve and Fixed collateral) is insufficient for setoff of the 

amounts due from the Merchant, then: (i) amounts related to any of the 

Secured Claims are due and payable within 5 (five) Business Days after 

the date of issue of the respective invoice; and (ii) invoices pertaining to 

payment of Fees and other payment obligations are due and payable 

within 20 (twenty) Business Days after the date of issue of the respective 

invoice, unless another payment term is expressly indicated on the 

respective invoice. These provisions shall not limit rights of Paynt to settle 

amounts outstanding from the Merchant by means of offset against any 

amounts collected on Merchant’s behalf. The Merchant shall have no right 

to make any deductions from amounts payable to Paynt. If the Merchant 

has not paid the issued invoice within the required timeframe, then the 

Merchant shall be considered as to be in the material breach of the 

Agreement and Paynt shall have the right to immediately terminate the 

Agreement. 

10.2.12. The Merchant acknowledges and agrees that the Merchant has elected 

to receive from Paynt the information on individual Transactions required 

to be provided under Regulation (EU) 2015/751, in blended form on an 

aggregated basis that include a reference to the Transactions, the 

amounts of Transactions, the currency credited and the amount of any 

Fees associated with the Transactions. Unless the Parties expressly agreed 

otherwise the mandatory information shall be provided by Paynt once per 

month free of charge. The Merchant may request and Paynt may agree 

(at its absolute discretion) to provide more frequent, additional, non-

standard, custom reports, statements and other deliverables and charge 

the Merchant a custom report Fee based on time and material basis, but 

no less than EUR 70 (seventy Euro) per each deliverable. 

10.2.13. An aggregated sum of amounts withheld as the Rolling Reserve shall be 

paid to the Merchant after expiry of the Rolling reserve hold period (initially 

defined in the Agreement Form) for these amounts with the next 

settlement of the funds received for Transactions of the Merchant. The 

amount of the Fixed collateral shall be paid to the Merchant after expiry of 

the Fixed collateral hold period (initially defined in the Agreement Form). 

10.2.14. Paynt may delay payment of amounts withheld as the Rolling Reserve 

and/or the Fixed collateral to cover asserted, pending or reasonably 

anticipated Secured Claims upon expiry of the Rolling reserve hold period 

(or the Fixed collateral hold period) until these claims are finally settled. 

10.2.15. The Merchant consents that the Rolling Reserve and the Fixed collateral 

can be held at the account opened in the properly licensed financial 

institution on account opened in the name of Paynt or in the name of the 

Member. The Merchant consents that Paynt is allowed to authorize the 

Member to manage collection, return and use of the Rolling Reserve and 

the Fixed collateral to settle the Secured Claims. 

10.2.16. Any claims related to collection, payment and/or use of the Rolling 

Reserve and the Fixed collateral to settle the Secured Claims must be 

submitted by the Merchant within six months after notification of 

respective collection, payment, setoff or other use by Paynt. After expiry of 

the above-mentioned six months period, the Merchant may not assert 

any claims related to collection, payment and/or use of the Rolling 

Reserve and the Fixed collateral to settle the Secured Claims, except if 

such claim is attributable to fraud, willful misrepresentation, willful 

misconduct or gross negligence by Paynt. 

10.3. Late Payment 

10.3.1.   In the event of a failure to settle outstanding debts in timely and due 

manner, the Merchant pays to Paynt a default interest equal to 0.05% 

daily interest on the outstanding amount until full and final payment to 

Paynt as well as all expeneses related to debt collection and 

enforcement.

10.3.2. The obligation to pay the default interest shall remain valid and in full force 

and effect after termination or expiry of the Agreement until full and 

proper settlement with Paynt. 

11. RELATIONSHIP BETWEEN THE MERCHANT AND THE CUSTOMER, CREDITING OR CANCELATION 

OF THE TRANSACTION 

11.1. Relationship between the Merchant and the Customer 

11.1.1. The Merchant shall be responsible to complete the order of the Customer 

in a timely and due manner and in the quality that is usually expected in 

connection with such services and/or products. The Merchant shall ensure 

the accuracy and appropriateness of the information provided to the 

Cardholder, including the information about the services and/or products 

provided by and invoices issued by the Merchant to the Cardholder. 

11.1.2. The Merchant shall receive, process and resolve any claims from the 

Cardholder relating to the Merchant’s services and/or products. The 

Merchant ensures that the terms of sale and supply of products and 

services of the Merchant include provisions that all claims shall be settled 

directly between the Merchant and the Cardholder and should not involve 

Paynt (including its officers, directors, employees, representatives, agents 

and service providers) and/or or the Member. Failure by the Merchant to 

fully comply with this requirement shall be considered as the material 

breach of the Agreement and subject to termination of the Agreement by 

Paynt with an immediate effect. 

11.1.3. The Merchant shall, at the Merchant expense, indemnify, defend and hold 

harmless Paynt (including its officers, directors, employees, 

representatives, agents and service providers), its affiliates and clients 

against any loss, cost, expense or liability (including attorney’s fees) 

arising out of claims the Cardholders or any third parties associated with 

the Cardholders. 

11.2. Crediting of the Transaction 

11.2.1. The Merchant must only credit the Cardholder for the Transaction for the 

purpose of refunding (in whole or in part) a past Transaction from the 

same Cardholder performed using the same Payment card, e.g. if the 

Cardholder returns a purchased product. The credit Transaction must be 

identifiable to the original Transaction. Cash refunds are expressly 
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prohibited, and performance of cash refunds shall be considered as a 

material violation of the Agreement. 

11.2.2. The credit Transactions must always be credited to the same Payment 

Card that was used for the original Transaction. The amount credited to 

the Cardholder must not exceed the total amount of the original 

Transaction.  

11.2.3. In the event of a credit Transaction, Paynt shall deduct (and set off) the 

amount of the credit Transaction (and all other relevant costs) from the 

funds acquired by Paynt on behalf of the Merchant or future settlements 

to the Merchant or the Rolling Reserve, or issue an invoice to the Merchant 

for the amount of the credit Transaction (and all other relevant costs). 

Previously calculated Fees shall be refunded in connection with such 

credit Transactions, to the extent they are also refunded by the Member 

and the Card Schemes.  

11.2.4. The Merchant ensures that its business terms and condition include: (a) 

that if no refund will be given, the Cardholder must be advised, at the time 

of the Transaction, that the sale is a “final sale” and “no returns” are 

permitted; (b) the Cardholder must be advised of any policy that provides 

for no-cash refunds and in-store credit only; (c) a mandatory notification 

to Cardholder on the exact number of days of required reservation of 

deposit refunds; and (d) all other mandatory notification on all advance 

reservations. 

11.3. Cancellation of the Transaction  

11.3.1. If the Transaction is made in error, then the Merchant must cancel the 

Transaction if possible. If it is not possible to cancel the Transaction, the 

Merchant must complete the credit Transaction. If this is not possible, the 

Merchant must contact Paynt. 

11.4. Fees for use of the Payment Cards  

11.4.1. If the Merchant, acting in accordance with the Applicable Laws and the 

Rules, charges a fee for the Transactions (surcharge), the Merchant must 

inform the Cardholder accordingly before the Transaction is completed. 

11.5. Merchant-Initiated Transactions and Recurring Payments  

11.5.1. This Section applies to the Recurring Payments and the Merchant-Initiated 

Transactions. The terms of this Section related to the Recurring Payments 

and the Merchant-Initiated Transactions will take precedence over other 

terms of the Agreement. The Merchant must ensure that the Recurring 

Payments and the Merchant-Initiated Transactions are marked correctly, 

including submitting the Transaction indicator for the Recurring Payments 

and the Merchant-Initiated Transactions.  

11.5.2. An agreement must be entered into between the Merchant and the 

Cardholder giving the Merchant permission to complete the Recurring 

Payments and/or the Merchant-Initiated Transactions with the 

Cardholder’s Card Data. The agreement for Recurring Payments and/or 

the Merchant-Initiated Transactions must include: 

1) the express authorization to perform Recurring Payments and/or the 

Merchant-Initiated Transactions with the Cardholder’s Card Data; 

2) details of the goods or services provided using Recurring Payments 

and/or the Merchant-Initiated Transactions; 

3) information about the criteria for completion of the Transactions with the 

Cardholder’s Card Data; 

4) the ongoing Transaction amount and billing frequency, whether any of 

these things will change after a set time or trial period; 

5) information about how a receipt will be provided/made available to the 

Cardholder; 

6) information about the Cardholder’s liability; 

7) information about the procedure for renewing or deleting the 

Cardholder’s Card Data;  

8) information about the procedure for discontinuing/terminating the 

subscription and/or agreement for Recurring Payments and/or the 

Merchant-Initiated Transactions; 

9) notification procedure in advance of performing Recurring Payments 

and/or the Merchant-Initiated Transaction and notification of Transaction 

receipt after performing Recurring Payments or the Merchant-Initiated 

Transaction; 

10) the Cardholder’s acceptance of the business terms and conditions of the 

Merchant, including: (i) Acceptance of the criteria for completion of the 

Transactions with the Cardholder’s Payment Card; (ii) Acceptance of the 

amount of the Transactions; (iii) The maximum period between the 

Recurring Transactions that must not exceed 12 (twelve) months. 

11.5.3. The Sensitive Payment Card Data entered by the Cardholder must under 

no circumstances be recorded or stored. 

11.5.4. The agreement on Recurring Payments must either be signed by the 

Cardholder or accepted directly on the Merchant’s Website with 

subsequent written confirmation provided to the Cardholder. The terms of 

agreement on Recurring Payments and prices must be accessible to the 

Cardholder on sign-up.  

11.5.5. Procedure for renewal and deletion of the Card Data provided by the 

Cardholder for the purpose of the Recurring Payments: 

1) The Merchant must employ a secure procedure for registering, renewing 

and deleting the Card Data, and for handling the expired Payment Cards; 

2) The Merchant’s procedure for deleting the Card Data must provide for the 

deletion of the information from the customer register immediately after 

the Cardholder makes a request to this effect; 

3) The Merchant must inform Paynt, if the Merchant stops offering Recurring 

Payments. 

11.5.6. The Merchant must keep a detailed record of the basis on which the 

Merchant determined that all submitted Recurring Payments and/or the 

Merchant-Initiated Transactions were eligible to be submitted as 

Recurring Payments or the Merchant-Initiated Transactions and make 

such records available to Paynt immediately upon request. 

12. CHARGEBACKS 

12.1. Paynt shall provide the Chargeback service on the behalf of the Merchant 

at prices initially indicated on the Agreement Form.  

12.2. If Paynt receives a Chargeback notification regarding a Transaction, then 

Paynt shall withhold the full amount, plus any Fees from the funds 

acquired by Paynt on behalf of the Merchant until final resolution of the 

dispute, and shall set off such amount against the Merchant’s settlement 

from Paynt (and/or the Rolling Reserve and/or the and the Fixed 

collateral), if Paynt is unable to reject the Chargeback based on the 

document/information provided by the Merchant. If the funds acquired by 

Paynt on behalf of the Merchant are insufficient for set-off, then Paynt may 

invoice the Merchant.  

12.3. The Merchant must properly respond to all Chargeback notifications in 

compliance with the Applicable Laws and the Rules. 
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12.4. If Paynt requests the Merchant to submit documents, data and/or 

information in connection with the disputed Transaction or other 

Cardholder’s claim, then the Merchant must submit to Paynt the 

necessary documents, data and/or information related to the 

Transaction.  

12.5. If the Merchant failed to provide the requested documents to Paynt by the 

time or in the manner specified by Paynt in the request, then Paynt shall 

be entitled to satisfy the Chargeback of the Cardholder and deduct (and 

set off) the Chargeback’s amount against (from) the funds acquired by 

Paynt on behalf of the Merchant (and/or the Rolling Reserve and/or the 

and the Fixed collateral).  

12.6. Paynt reserves the right to reverse the Transactions that the Payment 

Card issuer has confirmed as being fraudulent or otherwise illegal. 

13. MONITORING 

13.1. Paynt shall monitor the Merchant’s Transactions, as well as disputes, 

Chargebacks, fraud and other compliance issues related to Transactions 

of the Merchant. 

13.2. Paynt shall be entitled, with immediate effect, to modify the settlement 

conditions, to withhold settlement, and/or to suspend or terminate the 

Agreement: (a) If monitoring of the Merchant’s Transactions reveals 

significant deviations of current business activity of the Merchant from 

normal business activity of the Merchant or from normal business activity 

of similar businesses within the Merchant’s industry; or (b) if Paynt, for any 

other reason whatsoever, suspects card fraud or other illegal activities 

attributable to the Merchant; or (c) if Paynt considers as unacceptable the 

level of fraud and other illegal activities related to Transactions of the 

Merchant; or (d) if required under the Applicable Laws and the Rules or 

upon request of the supervisory authority, the Member or the Card 

Schemes.  

13.3. Paynt may require the Merchant to implement such measures as may be 

needed to reduce the risk of fraudulent transactions, disputes, 

Chargebacks or credit Transactions, etc. The Merchant must act in 

accordance with Paynt’ risk mitigation instructions within the time limit 

specified by Paynt. 

13.4. If the number of disputes, Chargebacks, fraudulent transactions or credit 

Transactions leads to additional costs for Paynt, including charges 

payable to the Member or one or more the Card Schemes, Paynt shall 

reserve the right to request reimbursement of these costs from the 

Merchant. 

14. INTELLECTUAL PROPERTY RIGHTS  

14.1. The Merchant is granted a non-exclusive and non-transferable license to 

use the Payment Solution, other software and/or application as required 

under the Agreement.  

14.2. Paynt (and its licensors, as the case may be) shall be the owners of all 

intellectual property rights related to Services, including the Payment 

Solution, materials, software, applications and other intellectual property 

objects provided in relation with the Services. Proprietary rights and other 

intellectual property rights that may be attached to the Payment Solution 

and (or) other software and any other application shall belong exclusively 

to Paynt or the relevant third party. All rights to the trademarks of the 

Payment Cards that the Merchant accepts as means of payment belong 

to the respective Card Schemes. The Merchant shall comply with the 

Applicable Laws and the Rules regarding the use of the trademarks and 

other intellectual property objects of the products, programs, or services, 

in which the Merchant is required to (or chooses to) participate. All rights 

to the trademarks to the products and services of Paynt belong to Paynt 

(or licensors of Paynt). The Merchant may not contest (for any reason) 

ownership of trademarks owned by the Card Schemes, Payment Solution 

providers and/or Paynt (or licensors of Paynt). 

14.3. The Agreement shall not be an author’s agreement or proprietary rights 

agreement. The Merchant shall gain no author’s rights, proprietary rights 

or the rights attached to the author’s rights or proprietary rights or any 

other rights that would constitute intellectual property rights in relation to 

the Payment Solution or other software and/or other application (if 

applicable) except the right to use the Payment Solution, other software 

and/or application as required under the Agreement.  

14.4. Any payment solution, other software and/or application modifications 

that Paynt or a third party may develop during the term of the Agreement 

shall be governed by the Terms and Conditions.  

14.5. The Merchant shall not:  

1) make any copies of the Payment Solution, other software and/or 

applications other than expressly permitted under the Agreement and to 

the extent that it is required to exercise the Merchant’s rights under the 

Agreement;  

2) modify, adapt, reverse engineer, decompile or disassemble, create 

derivative works of, publish, distribute or commercially exploit the 

Payment Solution, other software and/or applications or any content of 

the Payment Solution, other software and/or applications;  

3) remove any copyright or proprietary notices on the Payment Solution, 

other software and/or applications;  

4) use, distribute or disclose confidential, personal or sensitive information 

within the content of the payment solutions, other software and/or 

applications without appropriate authority; nor 

5) make any unlawful or unauthorized use of the Payment Solution, other 

software or other applications (including attempt to gain unauthorized 

access, introducing any computer virus or malware or inhibiting their 

operation).  

14.6. The Merchant shall be liable to reimburse any direct and indirect damage 

and losses of Paynt and/or third party related to infringement of 

obligations related to intellectual property. Notwithstanding the foregoing, 

any such event shall constitute a material breach of the Agreement and 

shall grant Paynt the right to immediately terminate the Agreement and 

to block any access to the Payment Solution, other software and/or 

applications if Paynt shall consider that necessary to safeguard Paynt or 

third party’s intellectual property and to avoid any further damages and 

losses of Paynt and/or third party.  

14.7. The Merchant may use the Payment Cards’ trademarks only in strict 

accordance with the Rules. The Merchant must clearly post the 

trademarks (logos) of the Payment Cards that it accepts as means of 

payment. The trademarks must not be used for any other purpose. Images 

of the Payment Cards used in marketing materials must not contain a 

valid Payment Card’s number or a valid Cardholder’s name. The use of the 

trademarks must not violate the owners’ rights to the trademarks and 

must not create the impression that the products and services are 

sponsored, produced, offered, sold or otherwise supported by Paynt, the 

Member and/or the Card Schemes. The Merchant has no other rights – 
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such as ownership or intellectual property rights – to the trademarks 

beyond to the abovementioned right of use. The Merchant acknowledges 

that Card Schemes and/or Paynt may prohibit the Merchant (for any 

reason) from using of any of their trademarks. 

14.8. The Merchant must immediately cease use of any name, logo, trademark 

or other intellectual property of Paynt, the Member and the Card Schemes 

upon: (a) termination or expiry of the Agreement; or (b) request of Paynt, 

the Member or Card Schemes. 

15. USE OF PERSONAL DATA  

15.1. Paynt processes personal data in relation with the services in compliance 

with provisions of the Law on Legal Protection of Personal Data of the 

Republic of Lithuania and GDPR. Paynt acts mainly as a data processor 

under direction of the Merchant. Paynt shall act as the data processor 

when Paynt processes the personal data for purposes of the Services. 

Paynt may act as a data controller with legitimate interest in collection 

and processing of personal data. The legitimate interests and purposes of 

collection and processing of the personal data, recipients of the personal 

data, terms of transfer and disclosure of the personal data, identity of the 

data controllers, contact details of the data protection officers, data 

storage periods, data subject rights and other specific terms of collection 

and processing of personal data shall be defined under the then-current 

Privacy Policy of Paynt. 

15.2. The Merchant shall ensure that: (i) the Cardholders and users of the 

Website are properly notified in writing that their personal data will be 

provided to third party providers, including Paynt, the Member, the Card 

Schemes and third-party payment processing service providers; and (ii) 

any and all consents to obtain, manage, store or use personal data of the 

Cardholders (and other personal data subjects) are obtained in a timely 

and due manner.  

15.3. The Merchant declares, warrants and guarantees that the following 

statements of the Merchant are true and correct on the execution date of 

the Agreement and shall be deemed as continuing representations, 

confirmations and warranties, which shall be deemed repeated and 

reaffirmed by the Merchant continuously throughout the term of the 

Agreement as true, correct and complete in all material respects: 

1) The Merchant is not engaged in any activity that could cause harm to 

Paynt, any of the Card Schemes and other third Party used by Paynt in 

performance of its obligations under the Agreement; 

2) The Merchant is operating within the allowed jurisdiction and is not 

misrepresenting the location at which a Transaction is completed 

according to the Applicable Laws and the Rules; 

3) The Merchant ensures that all staff are appropriately trained in line with 

their responsibilities under the Applicable Laws and the Rules; 

4) Any personal data transferred to Paynt are transferred in compliance with 

the Applicable Laws and the Rules; 

5) The Merchant has the right to collect, process and transfer such data to 

Paynt and such transfer does not violate any rights or legitimate interests 

of the Cardholders (and other personal data subjects); 

6) The Merchant has received any and all consents from the Cardholders 

(and other personal data subjects) and/or has concluded necessary 

agreements with the Cardholders (and other personal data subjects) 

allowing the Merchant to legally collect and process the personal data of 

the Cardholders (and other personal data subjects) and to transfer such 

personal data to Paynt and to any other processing provider, including the 

Member and gateway providers. All such consents and/or agreements 

are valid and shall not have expired at the time the personal data is 

transferred to Paynt; 

7) The Merchant has duly and properly informed all Cardholders (and other 

personal data subjects) of the transfer of their personal data to Paynt and 

of the purpose for such transfer; 

8) The Merchant holds Paynt harmless, agrees to indemnify Paynt and 

assumes full liability for any and all claims from or disputes with the 

Cardholders (and other personal data subjects) regarding the transfer of 

their personal data to Paynt and Paynt’ processing of such personal data; 

9) The Merchant hereby shall undertake to reimburse Paynt for any direct 

and indirect damages and losses that Paynt may suffer in relationship to 

improper, illegal or unlawful use of personal data of the Cardholders (and 

other personal data subjects).  

15.4. PCI DSS regulations shall prevail in relation of processing of any Card Data.  

15.5. Paynt may use the personal data provided by the Merchant to: (a) provide 

the Merchant with information about other products and services offered 

by Paynt that are similar to the services used by the Merchant (or where 

otherwise allowed under the Applicable Laws); (b) better understand 

possible interest of the Merchant in other products and services; (c) 

provide the Merchant with information about products and services that 

the Merchant might be interested in; (d) to provide the Merchant with 

information on products and services of cooperation partners of Paynt, 

provided that the Merchant has consented to receive such information; 

(e) better understand effectiveness of information provided to the 

Merchant about products and services; (f) to ask opinion of the Merchant 

about products and services. Where required by the Applicable Laws, 

Paynt will ask for the Merchant’s prior consent to receive the above-

mentioned information. The Merchant may unsubscribe or opt-out of 

further communication by changing preferences of marketing 

communications in Merchant Data Account settings or by sending an 

email to privacy@paynt.com.  

15.6. Paynt may display advertising in the course of provision of the Services. If 

use of Merchant personal data is enabled according to the Applicable 

Laws and Rules, then Paynt may use the personal data of the Merchant to 

provide more relevant advertising and other personalized experiences in 

the course of use of the Services. If the Merchant applies for any service 

available via Paynt, then Paynt may use the necessary data (including 

personal data) to process applications for such products and services 

and make decisions about approval of the submitted applications. 

16.  ASSIGNMENT  

16.1. Paynt shall be entitled, without the Merchant’s consent, to assign the 

Agreement to a third party, whether in whole or in part. In such cases, the 

Agreement shall continue in force, without changes, with the new party 

entering into Paynt place as the contracting party.  

16.2. The Merchant shall not be entitled to assign or in any other way transfer 

the Agreement or any rights thereunder to a third party, whether in whole 

or in part without Paynt prior written consent.  

17. CHANGES TO THE PRICES AND TO THE AGREEMENT  

17.1. Paynt may unilaterally amend the Agreement (including prices, the Terms 

and Conditions, Schedules, annexes, addendums etc.) by notifying the 

Merchant at least 60 (sixty) days in advance. Shorter notice may be given, 

mailto:privacy@paynt.com
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if such changes are: (a) favourable to the Merchant; (b) made in response 

to amendments of the Applicable Laws and/or the Rules; (c) requests of 

public authorities, the Member or the Card Schemes; (e) in response to 

security incident; (f) as a result of (re-)assessment of risk related to 

business relationships with the Merchant; or (g) in relation with 

termination of the Agreement or otherwise objectively justifiable.  

17.2. Notice regarding amendment of the Agreement shall be issued by e-mail 

at the address indicated in the Agreement Form or separately notified by 

the Merchant to Paynt. The Merchant shall inform Paynt of any changes to 

the Merchant’s e-mail address. The Merchant assumes liability for the 

Merchant’s non-receipt of a notice on changes in the Agreement, if the 

Merchant has failed to properly inform Paynt of a change in its e-mail 

address. 

17.3. Paynt expressly reserves the right to use its website and/or the Merchant 

Data Account to inform the Merchant about any changes to the 

Agreement.  

17.4. If changes to the Agreement (including prices, the Terms and Conditions, 

Schedules, annexes, addendums etc.) shall be considered to have been 

approved by the Merchant, if he continues to use the Services after 

notification of changes takes effect, unless the Merchant prior to the date 

of effectiveness of the changes, has properly notified Paynt that the 

Merchant rejects the new terms of the Agreement.  

17.5. If the Merchant informs Paynt that the Merchant rejects changes of the 

Agreement (including prices, the Terms and Conditions, Schedules, 

annexes, addendums etc.), then Paynt shall be entitled to terminate the 

Agreement with immediate effect.  

17.6. If the Merchant requests changes in the Agreement, then Paynt may 

charge from the Merchant an administration Fee for reviewing and 

processing of the changes based on time and material basis, but no less 

than EUR 50 (fifty Euro) per request. 

18. NON-DISCLOSURE  

18.1. Parties shall be required to treat all information relating to the contractual 

relationship between the Merchant and Paynt as confidential. Obligations 

of non-disclosure of the confidential information shall not apply to 

information: available to the general public; disclosed to the receiving 

Party by a third party without any obligation of confidentiality; already 

known to the receiving Party at the time of disclosure; developed 

independently by the receiving party; or to the extent the receiving Party 

is compelled to disclose the confidential information by a decision of the 

court or administrative authority.  

18.2. Paynt shall be entitled to disclose information about the Merchant to the 

Card Schemes, the Member and the outsourced services providers, 

provided that such disclosure shall be required in order for Paynt to 

perform the Services and to fulfil its obligations under the Agreement, the 

Applicable Laws and/or the Rules. 

18.3. The Merchant acknowledges and agrees that under the Applicable Laws 

Paynt may be required to file to appropriate tax and revenue authorities 

information on use of the Services by the Merchant. The Merchant 

acknowledges and agrees that under the Applicable Laws and/or the 

Rules Paynt may be required to provide to the Card Schemes, Payment 

Solution providers and/or competent authorities information on 

conclusion, termination of the Agreement and use of the Services by the 

Merchant, which may result in inclusion of the Merchant in relevant 

registers of the Card Schemes, Payment Solution providers and/or 

competent authorities. 

18.4. Paynt is allowed to disclose the fact that Paynt has entered into business 

relationships with the Merchant for Paynt’ marketing purposes and such 

disclosure of information shall not be considered as a breach of 

confidentiality. For the avoidance of doubt, no further other information 

regarding Parties’ business relationship may be disclosed under this 

provision.  

18.5. If the Agreement is terminated as a result of the Merchant’s material 

breach of the Agreement, or because the Merchant has facilitated or 

aided and abetted fraud, then Paynt may be compelled to report the 

Merchant to the Card Schemes.  

19. REPRESENTATIONS AND WARRANTIES 

19.1. Each Party hereby represents and warrants to another Party that the 

following representations, confirmations and warranties of the Party are 

true and correct on the execution date of the Agreement and shall be 

deemed as continuing representations, confirmations and warranties, 

which shall be deemed repeated and reaffirmed by the Party continuously 

throughout the term of the Agreement as true, correct and complete in all 

material respects:  

1) Authority. The Party has full right, power and authority (including decisions 

and consents from its bodies, creditors and authorities) required to: 

execute the Agreement, undertake financial responsibility defined under 

the Agreement, perform the obligations indicated in the Agreement. All 

above-mentioned decisions and consents from the Party’s bodies, 

creditors and authorities are valid and enforceable. The Agreement 

constitutes valid and binding obligation of the Party, enforceable in 

accordance with its terms.  

2) Non-conflict. Neither the execution of the Agreement nor the compliance 

by the Party with its terms and provisions will conflict with, or result in a 

breach or violation of any of the terms, conditions and provisions of (i) any 

permit, consent, decision, judgement, order, decree or ruling of any 

person, authority, organisation or dispute resolution body, to which the 

Party is subject; (ii) any transaction or commitment to which the Party is 

a party; or (iii) any Applicable Laws or Rules; 

3) No proceedings. There is no claim, action, suit, proceeding, arbitration, 

investigation or hearing, pending or threatened, by or before any authority 

or dispute resolution body against the Party that might adversely affect 

the ability of the Party to perform its obligations under the Agreement; 

4) Capacity. The Party is a duly established and validly existing legal entity 

under the laws of the jurisdiction of its formation and is not subject to any 

Insolvency Event, reorganisation, spin-off or liquidation is pending or 

threatened against the Party; 

5) Compliance. The Party complies with the Applicable Laws and Rules. 

20. LIABILITY  

20.1. Liability, limitation of liability  

20.1.1. Notwithstanding any other provisions of these Terms and Conditions, 

under no circumstances shall Paynt be liable for claims by third parties, 

any specific, indirect or incidental loss, operating losses, consequential 

damages, lost profits, revenue, customers, goodwill or interest, even if 

advised in advance of possibility of such damages.  

20.1.2. The Merchant shall indemnify Paynt for any losses or claims, including 

claims for damages, and for any complaints, legal proceedings or 
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expenses (including lawyers’ fees), including any fine or fee imposed on 

Paynt or any other claims brought against Paynt by the Member and/or 

the Card Schemes in relation with any circumstances attributable to the 

Merchant or any Transaction of the Merchant.  

20.1.3. In no event shall total cumulative liability of Paynt in the aggregate from 

any breach of the Agreement or for any claims under or in connection with 

the Agreement exceed the aggregate amount of Fees paid by the 

Merchant during three-month period immediately preceding the event 

that gave rise to claim for damages. 

20.1.4. No limitation of liability shall be applicable if that shall not be allowed 

under the Applicable Laws, otherwise limitation of liability shall be 

applicable to the maximum extent allowed under the Applicable Laws.  

20.1.5. Paynt shall not be held liable: 

1) for any loss of the Merchant that resulted from hacking, tampering, or 

other unauthorised access or use of the Services, the failure to protect the 

Personalized Security Features (irrespective of the reason) or from loss, 

theft or misappropriate of the Personalized Security Features, failure to 

implement appropriate anti-fraud measures or any other data security 

measures;  

2) for acts and omissions of the Merchant or any errors, inaccuracies, 

omissions, or losses in or to data provided to Paynt by (or on behalf of) the 

Merchant; 

3) for errors, delays, suspension of funds and discrepancies that occurred by 

third parties beyond Paynt control;  

4) for breach of any Paynt obligations caused by communication failures, 

electricity supply failures other failures in services of third-party service 

providers; 

5) for any unauthorised access of infrastructure or data used in connection 

of the Services; 

6) for any bugs, viruses, or other harmful code that may be transmitted to or 

through the Services; 

7) the defamatory, offensive, or illegal conduct of third parties; 

8) for any consequences resulting from the termination of the Agreement, 

suspension or delay in provision of the Services by Paynt, if Paynt acted in 

accordance of the Agreement, Applicable Laws and Rules;  

9) for breach and/or termination of the Agreement and/or any and all 

damages that occurred because of Paynt compliance with the Rules, the 

Applicable Laws and/or court order and/or order by other state 

authorities; 

10) for any and all damages suffered by the Merchant because of failure to: 

(i) comply with the rules of use of the Personalized Security Features 

resulting from the Merchant’s wilful misconduct or gross negligence or the 

Merchant acting unfair; (ii) inform Paynt immediately on loss, theft or 

misappropriate of the Personalized Security Features as soon as 

practically possible; (iii) comply with Paynt instructions regarding use of 

the Services, Payment Solution or protection of the Personalized Security 

Features.  

20.1.6. All legal obligations under the Agreement are only between the Parties 

(and their respective successors and assignees). The Merchant expressly 

agrees not to assert any claims and/or complaints and/or other legal 

actions against the Member, outsourced service providers of Paynt and/or 

the Card Schemes. Notwithstanding the above-mentioned, the Card 

Scheme (Payment Solution provider and/or the Member) may directly 

enforce their rights against the Merchant under the Agreement, 

Applicable Laws and Rules as if it was a party hereto. 

20.1.7. If Paynt incurs a fine, fee, non-compliance assessment or other charge 

under the Applicable Laws or the Rules from a competent authority, Card 

Scheme, Member and/or Payment Solution provider in relation with a 

Transaction or activity of the Merchant, then the Merchant shall pay to 

Paynt a pre-determined amount of compensation for the initial 

processing expenses and reputational damages of Paynt in amount of 

EUR 2500 (two thousand five hundred euro) per case. The above-

mentioned amount of compensation is determined only in relation with 

the initial processing of the above-mentioned fine, fee, non-compliance 

assessment or other charge and without prejudice to: (a) obligations of 

the Merchant to compensate the amount of the respective  fine, fee, non-

compliance assessment or other charge; and (b) any rights of Paynt 

under the Agreement, Applicable Laws and/or Rules related to 

subsequent activities (including complaints, disputes, litigations, 

mediation, alternative dispute resolution methods, etc.).    

20.2. Force Majeure 

20.2.1. Notwithstanding the foregoing, Paynt shall not be liable for losses incurred 

as a result of failure to comply with its obligations in connection with 

circumstances beyond control of Paynt. Even in areas where stricter 

liability rules prevail, Paynt cannot be held responsible for losses incurred 

as a result of: 

1) failure of third-party IT systems, inability to access third-party IT systems, 

damage to the data maintained in the third-party IT systems as a result 

of any of the reasons listed below, except if such events were caused by 

the intent or gross negligence of Paynt,  

2) a power supply failure or failure in Paynt’ telecommunications systems, 

legislative or administrative interventions, natural disasters, war, 

revolution, civil unrest, sabotage, terrorism or vandalism (including virus 

attacks and computer hacking),  

3) strikes, boycotts or blockades, regardless of whether the conflict is 

directed against or was started by Paynt or by Paynt’ organisation, and 

regardless of the cause of such conflict. The foregoing also applies if the 

conflict only affects portions of Paynt and other circumstances that are 

beyond Paynt’ control. 

20.2.2. Paynt’ exemption from liability in the event of force majeure does not 

apply if: 

1) at the date of the Agreement Paynt should have foreseen the 

circumstances giving rise to the loss, or if Paynt should have been able to 

avoid or overcome the cause of the loss or consequences thereof by 

taking appropriate commercial precautions;  

2) the legislation under all circumstances makes Paynt liable for the 

circumstances giving rise to the loss. 

21. TERMINATION OF THE AGREEMENT  

21.1. The Agreement shall come into effect on its execution date and continue 

for a period of three (3) years with automatic renewals for additional one 

(1) year terms, and unless otherwise shall be agreed in the Agreement 

Form or otherwise terminated by either Party in accordance with the terms 

of the Agreement. 

21.2. Each of the Parties may unilaterally terminate the Agreement by 

submitting to the other Party an appropriate termination notice at least 
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60 (sixty) days in advance. Prepaid annual subscriptions or monthly Fees 

are not refundable on termination of the Agreement.  

21.3. If in 12 (twelve) months before the date of receiving of a Merchant’s notice 

of termination Paynt has issued a notification of any circumstances that 

can be considered as the Merchant’s material breach under the 

Agreement and such notification was not revoked by Paynt or dismissed 

by a final non-disputable decision of the court, then Paynt may issue to 

the Merchant an invoice for a termination Fee. The amount of the 

termination Fee shall be equal to six-fold the highest aggregate monthly 

Fees paid by the Merchant during the term of the Agreement. 

(For example, if the highest aggregate monthly Fees paid to Paynt during 

the term of the Agreement was 100 Euro, then the Merchant pays to Paynt 

the termination fee equal to 100x6 = 600 Euro). 

The termination Fee shall not be a penalty but an estimate of Fees that 

Paynt may lose and costs and expenses that Paynt may incur as a result 

of early termination initiated by the Merchant. 

21.4. If Paynt terminates the Agreement due to any circumstances that can be 

considered as the Merchant’s material breach under the Agreement, then 

Merchant shall pay a breach fee equal to 5% (five percent) of the highest 

monthly volume charged during the term of the Agreement multiplied by 

12 (twelve).  

(Thus, if the highest monthly volume charged during the term of the 

Agreement was EUR 1,000 Euros, then the Merchant shall pay the following 

breach Fee: EUR 1000 x 5% x12 = EUR 600). 

21.5. Paynt shall have the right to deduct (and set off) the above-mentioned 

Fees from the Merchant’s Rolling Reserve, the Fixed collateral and/or other 

amounts payable to the Merchant; or issue to the Merchant an invoice 

payable within three (3) days of issue. The above-mentioned Fees shall 

not be considered as a penalty but as an estimate of Fees that Paynt may 

lose and costs and fees that Paynt may incur as a result of the Merchant’s 

actions. 

21.6. Paynt shall be entitled, with immediate effect, to terminate the Agreement 

if: 

1) The Merchant provided false, inaccurate or incomplete information to 

Paynt;  

2) The Merchant failed to timely provide full and accurate information 

requested by Paynt under the Agreement; 

3) The risk assessment of the Merchant is unsatisfactory to Paynt;  

4) Any of the supervisory authorities, Card Schemes or the Member requests 

Paynt to suspend or terminate the Agreement;  

5) there is a major change in Merchant’s circumstances, to the extent that if 

such circumstances existed before the or on the date of the Agreement, 

the Merchant would have not passed Paynt’ due diligence procedure and 

respectively the Agreement would have not been concluded;  

6) The Merchant does not comply with the requirements under the 

Agreement, the Rules and Applicable Laws or causes Paynt to be in breach 

of the Rules or Applicable Laws;  

7) Any non-material breach of the Agreement by the Merchant is not cured 

within the time limit specified in writing by Paynt;  

8) The number of disputes in which the Merchant shall be involved is 

disproportionately large; 

9) The number of the refund/credit Transactions or Chargebacks related to 

activities of the Merchant are (or expected to be) disproportionately large; 

10) Any part of the Merchant’s activities is considered as illegal or unfair under 

the Applicable Laws or the Rules;  

11) the Merchant fails to respond to Paynt’ request for information, or fails to 

implement the necessary precautions to mitigate risk of disputes, 

Chargebacks, fraudulent and otherwise illegal activities; 

12) the Merchant’s activities or actions are damaging or may damage the 

image/reputation/goodwill of Paynt, the Member or the Card Schemes;  

13) Risks of Paynt related the Merchant´s activities unacceptable, or deviates 

significantly from what was agreed on conclusion of the Agreement; 

14) There is a change in control or direct or indirect ownership of more than 

10% of the Merchant’s share capital; 

15) Any of the Ultimate Beneficial Owners, directors, key function holders or 

representatives of the Merchant is considered as a Politically Exposed 

Persons or a Subject of Sanctions; 

16) The Merchant has not settled the invoice issued by Paynt within 30 (thirty) 

Business Days after the issue; 

17) The Merchant infringes any obligations related to protection of intellectual 

property under these Terms and Conditions; 

18) the Merchant becomes subject to any Insolvency Event or otherwise 

ceases activities or commences cessation proceedings or enters into 

restructuring proceedings; 

19) The Merchant committed any other material breach of the Agreement. 

The Merchant shall be liable to reimburse all and any Paynt’ direct and 

indirect damages and losses related termination of the Agreement based 

on any of the circumstances referred above in this Section.  

21.7. If within three consecutive months: (a) the Merchant has not submitted 

any Transactions to Paynt; or (b) the amount of Fees received for Services 

performed in relation with the Transactions of the Merchant (in opinion 

and discretion of Paynt) does not cover the costs maintaining the Services 

available to the Merchant, then Paynt may immediately terminate the 

Agreement.  

21.8. Paynt may immediately terminate the Agreement due to termination of 

any agreement with any of the Card Schemes, Payment Solution providers 

or the Member required for performance of the Services under the 

Agreement. 

21.9. Even if the Agreement is terminated, the terms of the Agreement shall 

remain valid in respect of outstanding claims at the time of the 

Agreement’s expiry. 

21.10. In the event of any termination or expiration of the Agreement for 

whatever reason, Paynt may request the Merchant to provide to Paynt a 

bank guarantee or other suitable security, or may withhold an appropriate 

portion of the funds acquired on behalf of the Merchant in order to settle 

the then-current, pending or reasonably anticipated Secured Claims. 

Paynt may define requirements for such a bank guarantee or other 

security at discretion of Paynt. Paynt may delay settlement of the Rolling 

Reserve, Fixed collateral and other funds collected on behalf of the 

Merchant until all then-current, pending or reasonably anticipated 

Secured Claims are settled or a satisfactory bank guarantee or other 

sufficient security has been provided by the Merchant. 

21.11. The Merchant acknowledges that the Member, the Schemes and 

supervisory authorities (such as Bank of Lithuania) may at any time 

prohibit or restrict business relationships between the Merchant and Paynt 

in relation with violation of the Rules, Applicable Laws or risk of such 
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violations. The Merchant may not take any action that could interfere with 

exercise of the above-mentioned rights of the Member, the Schemes 

and/or supervisory authorities. 

22. SECURITY THREATS 

22.1. In the event of misappropriation of data related to provision of the 

Services, suspected or executed Security Threat, the Merchant will be 

informed by Paynt by email at the address registered with Paynt, by phone 

and/or other telecommunication means. In order to properly identify the 

Merchant, Paynt may ask the Merchant to verify the identity of the 

Merchant using the data known to Paynt. In the event, the Merchant was 

informed of a Security Threat by phone call, such phone call shall be 

recorded. Paynt shall be entitled to suspend the use of the Merchant Data 

Account and provision of the Services during the time that Paynt require 

to investigate and remove the relevant Security Threats, if any.  

22.2. Paynt may block usage of the Services in justifiable circumstances, 

including: (a) indications of unauthorized and illegal usage of the 

Services; (b) indications of illegal usage or disclosure of the Card Data or 

personal data of the Cardholders; or (c) suspicious or unusual activities 

related to use of the Services. 

23. COMMUNICATION  

23.1. To communicate with Paynt, the Merchant may send an email to the 

address at support@paynt.com. The Merchant will receive a reply to the 

Merchant’s email address used to register with Paynt.  

23.2. The original and controlling version of the Agreement shall be the version 

using the English Language. All translations of this Agreement into other 

languages shall be for the convenience of the Parties only, and shall not 

control the meaning or application of the Agreement. All notices and other 

communications required or permitted by the Agreement must be in 

English (except as stated under the Section 3.6.3. and 25.1 hereof or 

expressly required under the Applicable Laws), and the interpretation and 

application of such notices and other communications shall be based 

solely upon the English language version of the Agreement.  

23.3. When the Applicable Laws require Paynt to provide the Merchant with 

information on a durable medium, Paynt will send the Merchant an email 

to the Merchant’s email address used to register with Paynt. 

23.4. When the Applicable Laws require Paynt to communicate with the 

Merchant in a secure way, Paynt may use other secure forms of 

communication. 

24. GENERAL  

24.1. Entire Agreement. The Agreement shall contain the entire agreement 

between the Parties hereto with respect to the relationship contemplated 

herein, and all prior negotiations, representations, agreements and 

understandings are merged into, extinguished by and completely 

expressed by it. The Parties shall execute any other instruments or 

documents or perform any other acts that shall be or may be necessary 

to effectuate and carry on the purposes set forth in the Agreement.  

24.2. Sub-contraction. Subject to the Rules, Paynt shall be entitled to sub-

contract any third party for performance of any activities under the 

Agreement at discretion of Paynt.  

24.3. Waiver. Any failure or delay by any Party in exercising any right or remedy 

in one or many instances shall not prohibit a Party from exercising it at a 

later time or from exercising any other right or remedy. No part of the 

Agreement may be waived, modified, amended, or supplemented in any 

manner whatsoever except by a written document signed by authorized 

officers of the Parties. 

24.4. Invalidity. If any provision of the Agreement shall be found by any court or 

legal authority to be invalid, unenforceable or illegal, the other provisions 

shall remain valid and in force and, to the extent possible, the provision 

shall be modified to ensure it is valid, enforceable and legal whilst 

maintaining or giving effect to its commercial intention. 

24.5. Effect. All provisions of the Agreement which by their nature shall be 

intended to continue shall survive expiry, termination and/or cancellation 

of the Agreement, including terms of the Sections 1, 2.2, 3.3, 4, 5, 10, 12, 14, 16, 

18,19, 20, 21, 23, 24 and 25 and any related terms in the Agreement.  

24.6. Accrue rights. Termination or expiry of the Agreement shall not affect 

accrued rights and obligations of Paynt and the Merchant except unless 

such rights were accrued unlawfully or in breach of the Agreement.  

24.7. Enforceability. No provisions of the Agreements shall be intended to be 

enforceable by any other person other than the Parties of the Agreement, 

except if otherwise is expressly defined under the Agreement.  

24.8. Governing law. The Agreement shall be governed by the Lithuanian law 

and Lithuanian courts shall have jurisdiction to hear any disputes arising 

out of (or in connection to) the Agreement.  

24.9. Counterparts. The Agreement may be executed in counterparts, all of 

which taken together will constitute one single agreement between the 

Parties.  

24.10. Titles and Subtitles. Titles and subtitles used in the Terms and Conditions 

shall be used for convenience only and shall not be considered in the 

interpretation of the Agreement. 

24.11. Conflict. In the event of any conflict and/or discrepancy between the 

Terms and Conditions and the Special Terms, the Special Terms shall 

prevail.  

24.12. Further Assurances. The Merchant shall execute and deliver such other 

instruments and documents, and take such other actions, Paynt 

reasonably requests or as are necessary or appropriate to evidence or 

effect the transactions contemplated by the Agreement. 

25. HANDLING OF COMPLAINTS  

25.1. If the Merchant is of the opinion that the Merchant’s rights and/or interests 

related to the Agreement and/or the Services have been violated, the 

Merchant can submit the complaint to:  

1) Paynt following the instructions provided by Paynt at 

https://www.paynt.com/handling-of-complaints; and/or  

2) Financial supervisory authority Bank of Lithuania, either in writing (by 

submitting the complaint to the following address (by the choice of the 

Merchant): Totorių str. 4, LT-01121, Vilnius, Lithuania or Žirmūnų str. 151, LT-

09128, Vilnius, Lithuania) or by email: info@lb.lt or pt@lb.lt. The complaint 

may be submitted either in English or Lithuanian. Further information 

regarding submission of the complaint to the Bank of Lithuania is 

available https://www.lb.lt/lt/kontaktai#group-464.  
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